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Abstract

**Background:** Organisations are left vulnerable and susceptible to cyber-attacks due to the digitisation of information and dependency on information and communication technologies. As a result, the critical need for organisations to hinder, protect and preserve their cyberspace from multiple threats is emphasised. Due to human error being accountable for most electronic data breaches, a resilient cybersecurity culture is desired. To minimise cybersecurity threats, a human-inclusive strategy must be implemented in the culture and the inclusion and engagement of strong leadership within senior management.

**Purpose:** The purpose of this study is to explore senior management’s role in cybersecurity culture and particularly, its influence on awareness training.

**Method:** The research is based on an interpretivist paradigm and adheres to abductive reasoning. Through the usage of semi-structured interviews and the utilisation of non-probability sampling, qualitative data was produced, and a multiple case study was conducted.

**Conclusion:** Senior management influences the practical implications in the organisation, such as training, as well as the assumptions and beliefs of its employees. Senior management influences the engagement, involvement, and responsibility of protecting and safeguarding the organisation's assets, and how this is reciprocated to the whole organisation. Furthermore, senior management addresses and manages the priority of cybersecurity in the organisation. Thus, employee behaviour and attitude are greatly impacted by senior management engagement and presence, showcasing a positive correlation between senior management influence and employee behaviour and beliefs.
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1. Introduction

This chapter introduces cybersecurity, cybersecurity culture and leadership, and the potential influence on awareness training. The reader will be provided with an overview of the research background, problem discussion and purpose, key concepts and be presented with the research question.

1.1 Background

Cybersecurity attacks have profoundly increased over the last few years as organisations have become more reliant on information, information technology and communication technology (Alshaik, 2020). The National Institute of Standards and Technology (n.d) describes a cyber-attack as an attempt to disrupt, disable, damage, or maliciously manipulate a computing environment through cyberspace to compromise or tamper with data integrity. In 2021, an average of 771 cyberattacks a week were executed on Swedish organisations, an increase of 153% from 2020 (Check-Point, 2021). According to Check-Points Cyber Security Report (2021), the manufacturing industry, which is the most targeted, stood for 1086 cyber-attacks per week, with a 30% increase from 2020, whilst the government and military were subjected to 944 attacks a week, a 148% increase.

Organisations are left vulnerable and susceptible to cyber-attacks due to the digitisation of information and dependency on information and communication technologies, ICT (Von Solms & Van Nierkerk, 2013). Although ICT has commenced as an easier and more accessible technological instrument to share information, gather knowledge, and communicate in organisations (Von Solms & Van Nierkerk, 2013), the critical need for organisations to hinder, protect and preserve their cyberspace from multiple threats is emphasised. Additionally, cybersecurity threats can include, but are not limited to, software failure, spam, phishing attacks, and human error. Nonetheless, according to Reid & Van Niekerk (2014), humans are the weakest component of any cybersecurity programme.

To minimise cybersecurity threats created by the human factor and to implement policies, training and knowledge, a resilient cybersecurity culture is necessary (Bada et al., 2021). According to DaVeiga et al. (p.92, 2020), Cybersecurity culture is “contextualised to the behaviour of humans in an organisational context to protect information processed by the organisation through compliance with the information security policy and an understanding of how to implement
requirements in a cautious and attentive manner as embedded through regular communication, awareness, training and education initiatives.” Additionally, Mwim & Mtsweni (2022) state that to effectively combat cybersecurity threats, a more human-inclusive strategy in the culture must be implemented. Similarly, the UK Information Commissioner’s Office, ICO (2019) stated that human error was to be held accountable for 90% of electronic data breaches. Modern technology has demonstrated that it is unable to ensure the protection of people, organisations, nations, nor can it regulate human behaviour (El-Bably, 2021).

To manage human error and aid in forming cybersecurity culture, the most fundamental step is proactive leadership (Huang & Pearlson, 2019). Huang & Pearlson (2019) state that organisational leadership, also referred to here as senior management, has become an essential factor in an organisation’s capacity to successfully decrease cybersecurity risks and promote a culture of cybersecurity awareness. Similarly, to address one of cybersecurity cultures weakest links, poor leadership, senior management must promote leadership (Banks, 2016). Indeed, for organisations to develop a cybersecurity culture, an excellent leadership team within senior management, to oversee awareness training and direct employees in a secure cybersecurity manner, that aligns with the organisation's objective, is required (Humaidi & Balakrishnan, 2015). Moreover, to further implement cybersecurity culture and manage human error, awareness training is crucial. Security awareness training is a performance instrument used to alter human perception associated with knowledge, attitudes, and behaviour to prevent intended and unintended cyber harm (Mwim & Mtsweni, 2022). Security awareness training aims to reduce user related faults, theoretically eliminate human error, and increase the effectiveness of security systems and processes from the user's perspective (Siponen, 2000).

The significance of a cybersecurity culture is also shown in organisational performance. Organisational performance refers to three overall meters of performance, financial, market and shareholder value (Mejia, 2019). It is widely and commonly believed by researchers, that cybersecurity preparedness can provide organisations with growth and competitive advantages (Li & Liu, 2021). Similarly, organisations with a strengthened cybersecurity readiness can manage and mitigate cyber-attacks far more efficiently, which positively impacts the organisation's overall performance, including financial outcomes (Mejia, 2019). Thus, through examination of the relationship between cybersecurity culture and senior management and the concerning increase in cyber-attacks, the urgent need for organisations to
implement a cybersecurity culture is prevalent. It is evident that cybersecurity threats must be managed and minimised, since if the issue is left unaddressed, it will confront and impact an organisation’s culture, leadership, and performance.

1.2 Problem Discussion

The concept of cybersecurity culture is relatively underexplored, with research primarily conducted in the last decade (Park & Chai, 2018). Prior research has concentrated on four main factors: technological solutions to cyber harm (Holstein et al., 2015), the human factor of cybersecurity risk (Knowles et al., 2015), security awareness training, and the effect of cybersecurity culture on organisations (Hasan et al., 2021). Indeed, the most significant previous research provides literature on technological solutions, focusing on technology-advanced measures and procedures to limit cyber-attacks. Secondly, previous research extensively provides literature on the human factor, stating that employees are the first line of defence and simultaneously the weakest link (Ani et al., 2019), noting the need for security awareness training amongst employees. Lastly, the literature delivers an extensive array of the effects of cybersecurity culture on organisations, specifically on organisational performance. Hasan et al. (2021) state that implementing a cybersecurity culture positively impacts organisational overall performance and, therefore, is in the interest of senior management and shareholders. However, the literature on cybersecurity culture has concentrated on technological-level solutions and therefore, the literature lacks a clear theoretical standpoint and concrete human-related measures organisations can implement to improve their cybersecurity culture (Carpenter, 2019; Park & Chai, 2018). Additionally, a recent study from Gcaza & Von Solms (2017) explains that the absence of these concepts suggests that senior management’s influence on cybersecurity culture is poorly comprehended and understudied. As a result, measures organisations can take to enhance their cybersecurity culture and standards to verify these measures are unclear (Gcaza & Von Solms, 2017).

Even though, in recent years, the literature on cybersecurity culture has increased, current cybersecurity culture theories cannot be fully applied to organisations and, more importantly, senior management as they are substantially lacking in providing measures for managers to manage employees and human error (Gcaza & Von Solms, 2017). Indeed, human-inclusive methods are needed to protect organisations from cyber harm, specifically human error. As a result,
it is necessary to research how senior management can implement these methods to create a resilient cybersecurity culture. Still, current theories lack incorporation of senior managers’ influence on cybersecurity culture, which has proven to significantly contribute to increased cybersecurity awareness in organisations (Mwim et al., 2023). As aforementioned, current literature showcases how organisations’ cybersecurity strategies are driven by technology, which are not designed to suit individual organisation’s unique security needs (Van’t Wout, 2018). Current theories focus on technological solutions by increasing organisational security measures and regulations limiting employees’ ability to cause cyber harm unintentionally (Renaud & Zimmermann, 2019). The current approach essentially names employees as the villains, and measures are taken to limit employees from “unsafe” behaviour rather than external threats. Nonetheless, Renaud & Zimmermann (2019) suggest that employees’ place in cybersecurity culture needs to be re-examined, as treating employees as the problem has proven ineffective.

Additionally, Shultz (2005) states that theories have neglected senior management’s influence on human behaviour and its importance in cybersecurity. The critical role of senior management in cybersecurity is overlooked in previous research, and even though leadership practices are vital to managing human error (Letho & Limnell, 2021), current research does not implement or cater to the effects and influence of senior management. Accordingly, research by Mwim & Mtsweni (2022) states that an efficient strategy combines assistance and policies from senior management leaders with security awareness training to accomplish a cybersecurity culture. Nevertheless, previous literature lacks an understanding of the influence of senior management, strategies for managing the influence and how to leverage it to enhance cybersecurity culture. This calls for further investigation into the relevance of senior management in cybersecurity and whether the role of senior management can additionally modify the behaviour of employees. Indeed, Triplett (2022) states that the promotion of cybersecurity awareness and training falls under the responsibilities of senior management.

The lack of adequate research on cybersecurity solutions for managing human error has consequently neglected research on implementing these solutions in organisations, thereby overlooking senior management’s role and influence on cybersecurity culture. Indeed, senior management’s influence ranks as a significant subject matter (Mwim et al., 2023). Thus, the need for research on senior management’s influence on cybersecurity culture and awareness training is necessary for organisations to protect and safeguard organisational assets and to address the
literature gap. Developing an understanding of the theoretical impact senior management has on cybersecurity culture, can aid the implementation and comprehension of cybersecurity strategies. As a result, the research seeks insight into the intricate interrelationships between senior management, cybersecurity culture and the efficacy of awareness initiatives.

1.2 Purpose

The purpose of this study is to explore senior management’s role and their influence on cybersecurity culture within organisations. The research aims to examine the process through which senior management engages and integrates awareness through engagement and training to combat cyber threats and establish a resilient cybersecurity culture.

1.3 Research Question

To attain the research purpose of this study, the following research question was developed:

*RQ1:* *How does the role of senior management influence the cybersecurity culture, and how does it influence the implementation of awareness training?*

1.4 Delimitations

The scope of the research includes limitations. The study is restricted to Swedish organisations, requiring additional elements to be taken into consideration while employing various settings. Furthermore, the study is based on Swedish organisations, in contrasting sectors, limiting comparability.
2. FRAME OF REFERENCE

This chapter’s purpose is to provide the reader a theoretical framework of the current literature on cybersecurity culture, senior management in cybersecurity and awareness training. This chapter aims to describe the method of identifying relevant literature as well as increase knowledge through a literature review.

2.1 Method for Literature Review

The research purpose requires information and data to be investigated and analysed from secondary sources. The sources used are essential to verify the reliability and accuracy of the research and conceptual framework (Collis & Hussey, 2014). The frame of reference was developed by characterising keywords and key terms within cybersecurity, cybersecurity in organisations and cybersecurity culture. Keywords used were “cybersecurity,” “cybersecurity culture,” “senior management,” “senior management and cybersecurity culture,” “awareness training,” and “awareness training and cybersecurity culture.” These keywords were used for literature searches in three databases: Google Scholar, Primo and Science Direct.

The literature search was limited to the publication year range 1985-2023. The wide range was used to explain the expanding field of cybersecurity literature and the substantial improvement of research done in the area, as well as to consider frequently cited work. Collis & Hussey (2014) state that frequently cited arguments become more credible. The wide range also confirmed the limited research conducted on senior management and cybersecurity culture. However, the research was focused on studies conducted in 2019-2023, to accurately describe the current research on cybersecurity.

An emphasis on the impact score of each journal was maintained to ensure the accuracy and applicability of publications. The Academic Journal Guide (AJG) was used to evaluate the ranking of journals and guide the authors in implementing and maintaining high-scoring journals with relevant research. Scores exceeding 3.0 were highly regarded journals. High-scoring journals further guarantee the research’s relevancy.

The literature was selected based on its correspondence to the quality requirements and relevance to senior management’s influence on cybersecurity culture. The evaluation focused on identifying discussions relevant to various aspects of the research topic, including cybersecurity culture, the
role of senior management, and awareness training. The initial assessment of the literature analysed and identified fundamental relationships between senior management and cybersecurity culture.

2.2 Literature Review

2.2.1 Cybersecurity in Organisations

The increase in cyber-attacks in the last decade has negatively affected global organisations’ overall performance (Hasan et al., 2021). Organisational cyberattack costs exceeded 4.45 billion dollars in 2022 and are projected to surpass 8 trillion by 2023 (Freeze, 2023; IBM, 2023). Moreover, Hasan et al. (2021) state that 49% of businesses experienced financial losses because of cyber-attacks in 2021 and the FBI (2022) projects these statistics to worsen as cyber-attacks increase in size and sophistication. Hasan et al. (2021) continue that organisations must strengthen their cybersecurity to mitigate cyber harm as organisational security performance, which improves organisational revenue, is favourably impacted by organisational cybersecurity preparation. Accordingly, researchers hold a common belief that cybersecurity solutions and readiness may cater a substantial growth advantage for organisations (Li & Liu, 2021). However, prior research on factors that affect organisations knowledge and awareness of cybersecurity are scarce (Hasan et al., 2021).

Recent research states that cybersecurity readiness, defined as an organisation’s ability to manage and mitigate cyber-attacks, can benefit an organisation’s competencies and performance (Hasan et al., 2021). Similarly, Smith et al. (2010) and Tsou & Hsu (2015) state that organisations may enhance their reputation and financial performance by establishing cybersecurity practices, such as awareness training. Additionally, Park & Chai (2018) gives insight that organisations with established cybersecurity readiness create stronger security control systems, system management and emergency preparation, which considerably influences organisational core competencies and attains higher performance. Subsequently, if an organisation’s cybersecurity knowledge is poor or inconsistent, and its members are unwilling to adopt cybersecurity practices, creating an adequate degree of cybersecurity to safeguard its assets will be challenging. Consequently, the organisation’s financial performance may decline (Hasan et al., 2021).
Additionally, cyberattacks have significant financial consequences and detrimental impacts on organisations (Nicholson, 2019). That is loss of sales, damage to organisational reputation, and leakages of sensitive material and information (Nicholson 2019). Indeed, companies may choose not to report cyber-attack occurrences to protect organisational reputation or prevent humiliation, signifying that the actual costs of cyberattacks may be higher than initially reported (Pearson, 2014). Furthermore, Berlilana et al. (2021) conclude that due to the rising regularity of cyberattacks and the extensive repercussions an organisation may bear from it, it is essential for organisations to implement appropriate and suitable cybersecurity practices to protect firm assets. However, despite the importance of cybersecurity readiness on organisational performance, Hasan et al. (2021) present that an examination of the research reveals that organisations’ preparedness for cybersecurity attacks and harm is insufficient and not properly thorough, nor has the impact on organisational performance been empirically validated. Notably, this warrants further research into the applicability of cybersecurity and whether cybersecurity practices can enhance organisational performance. Indeed, organisations must secure a degree of cybersecurity readiness to protect assets and limit cybersecurity attacks to strengthen their performance and reputation (Smith et al., 2015; Tsou & Hsu, 2015; Park et al., 2017).

2.2.2 Cybersecurity Culture

Cybersecurity culture refers to a culture with security policies and procedures directed by management to alter human perception associated with security knowledge, attitudes, and behaviour to prevent intended and unintended cyber harm (Mwim & Mtsweni, 2022). Al Hogail (2015) presents that cybersecurity culture’s aim is to support all the operations in an organisation to protect organisational assets to the extent that cybersecurity becomes a routine part of every employee's daily tasks. Indeed, organisations’ overall cybersecurity readiness is enhanced by cybersecurity culture (Gcaza & Von Solms, 2017). Da Veiga (2016) concludes that despite the importance of creating a cybersecurity culture being acknowledged, research that focuses specifically on establishing and measuring cybersecurity culture is still in its initial stages, and there are no established standards to verify the solutions (Gcaza & Von Solms, 2017), demonstrating a literature gap.

Prior cybersecurity research has focused on technological solutions (Holstein et al., 2015) and studies aimed at creating effective cybersecurity regulations within organisations. Still,
cybersecurity risk persistently increases (Van’t Wout, 2018). According to Van’t Wout (2018), the primary cause of the rise is the continuous effort concentrated on technological solutions, which cannot eliminate cybersecurity concerns due to human vulnerability. Indeed, an organisation’s cybersecurity readiness and implementation of strategies may be reduced or inconsistent if they only adhere to the technological aspect. Organisations may face cybersecurity concerns that are singular to their specific information assets and may find it challenging to protect and preserve their organisations with standard technological solutions (Pollini et al., 2021). As a result, cybersecurity culture requires technological solutions to incorporate human elements, as human-independent technology has proven ineffective at protecting and preserving organisational assets (Pollini et al., 2021). Accordingly, organisations without a fundamental grasp of cybersecurity and suitable implementation measures led by senior management may have an increase in employee errors and limit the capacity to safeguard the firm against cyber harm (Van’t Wout, 2018). Similarly, research conducted by Jeong et al. (2019) states that human factors necessitate using novel methods owing to their subjectivity and complexity to fully appreciate how they influence cybersecurity. Additionally, whether deliberate or not, employee negligence and potential cybersecurity ignorance have emerged as a primary risk of cybersecurity threats (Ramsluckan et al., 2020). As a result, organisations that do not incorporate human-related measures cannot fulfil the requirements of an overall cybersecurity culture, minimising their cybersecurity readiness (Gcaza & von Solms, 2017), which in turn can affect organisational overall performance. Therefore, Mwim et al. (2023) suggest that for a cybersecurity culture to be fostered, a more human-inclusive strategy must be implemented (Mwim & Mtsweni, 2022).

An effective strategy that can encourage a cybersecurity culture, according to Mwim & Mtsweni (2022), is through three crucial elements: security education, training, and awareness with support from senior management. These three factors are regarded as the most significant due to their immense relevance in developing, applying, and maintaining cybersecurity culture (Mwim & Mtsweni, 2022). Additionally, literature by Banks (2016) argues that the influence of senior management on organisational cybersecurity practices is the solution to fostering a cybersecurity culture amongst employees. Therefore, inadequate leadership in organisations is seen as the “weakest link” in cybersecurity culture, which compels senior management to establish management via security guidelines and educational awareness campaigns (Banks, 2016). Thus, the implementation of cybersecurity culture in organisations is used to prevent intended and unintended cyber harm, create support from senior management and mitigate human error.
2.2.3 Summary of Literature Review

The literature review introduces the critical role of cybersecurity in organisations by highlighting the negative performance effects caused by the increase in cyberattacks. Freeze (2023) continues to showcase the escalation of cyberattacks by forecasting the costs of cyberattacks to surpass 8 trillion dollars by 2023. A recurring concept across the literature is cybersecurity readiness and the ability of organisations to effectively manage cyberattacks. Implementing a strong cybersecurity culture within the organisation to effectively mitigate cyberattacks can enhance not only the overall organisational performance but also the company’s reputation and financial stability (Smith et al., 2010; Tsou & Hsu, 2015; Park et al., 2017). However, Hasan et al. (2021) point out the lack of research confirming the impact of cybersecurity on organisational performance. The research of Mwim & Mtsweni (2022) and Al Hogail (2015) identifies developing a cybersecurity culture as crucial in improving an organisation’s readiness against cyberattacks. A developed cybersecurity culture, directed by management, helps alter attitudes and behaviours toward cybersecurity throughout the organisation. However, researchers point out a significant gap in understanding what measures an organisation can take to improve its culture (Carpenter, 2019; Park & Chai, 2018; Da Veiga, 2016; Gcaza & Von Solms, 2017).

Finally, the literature review underscores the importance of managing the human element in cybersecurity, highlighting that human vulnerability and employee negligence are primary targets of cyber threats (Ramsluckan et al. 2020; Van’t Wout 2017). Thus, the cybersecurity landscape is evolving from focusing on technological solutions to incorporating human-inclusive strategies (Mwim et al., 2023).

2.3 Theoretical lens

2.3.1 Cybersecurity Management

Strategic cybersecurity management is referred to as the capacity of an organisation to strategically safeguard its information resources, digital processes, and IT systems in a cyber environment that is ever-evolving (Ferdinand, 2015). Cybersecurity management’s aim is to assist organisations in protecting their integrity of the data, through managerial controls (Ferdinand, 2015). Indeed, organisations that seek to manage cyber risks and informational threats, must understand the usage
of cybersecurity management to operationalise more efficient strategies (Lee, 2020). Thus, examining strategic aspects of cybersecurity management in organisations is crucial (Rajan et al., 2021).

Prior literature has examined the individual effects of security awareness, technology, and leadership. However, few studies have been published on how these factors interact and how their relationship affects cybersecurity management, cybersecurity strategy, and its combined effect on cybersecurity culture (Rajan et al., 2021). The relevance of these factors calls for using the Modified Total Interpretive Structural Model, M-TISM, Strategic Cybersecurity Management model constructed by Rajan et al. (2021). The model aids in the process of identifying significant components in organisational cybersecurity, the links between them and making a hierarchical order of those factors (Rajan et al., 2021). The model presents seven components that impact cybersecurity management: Resources and Capabilities, Information Flow, Training, Alliance and Collaboration, Governance, Security Awareness and Technological Infrastructure. However, in this thesis, the components used will be limited to Governance, Training and Security Awareness due to their relevance to the research question. The conducted model demonstrates how information security theory can be enhanced by managing cybersecurity within organisations. The factors will help outline a theoretical framework for analysis, allowing for further interpretation of the empirical findings. Through the model, it has become prominent that the most critical factor affecting cybersecurity and information security within organisations is governance by senior management (Rajan et al., 2021). The model provides management insides and argues that organisations may improve their cybersecurity management by focusing on the variables and their interrelationships. Indeed, this model guides the influence of senior management and its influence on cybersecurity culture.
Table 1: M-TISM Cybersecurity Management Model by Rajan et al. (2021)

<table>
<thead>
<tr>
<th>Components</th>
<th>Usage</th>
<th>Interpretation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Governance</td>
<td>Governance calls for:</td>
<td>Aims to:</td>
</tr>
<tr>
<td></td>
<td>1. Assignment of cybersecurity responsibilities by top management</td>
<td>1. Enhance managerial support</td>
</tr>
<tr>
<td></td>
<td>2. Recognition of cybersecurity threats</td>
<td>2. Implement security procedures</td>
</tr>
<tr>
<td></td>
<td>3. Accountability for the security of the organization</td>
<td>3. Allocate resources</td>
</tr>
<tr>
<td></td>
<td>4. Consideration and mitigation of cyber threats</td>
<td></td>
</tr>
<tr>
<td></td>
<td>5. Support of a strategic approach to cybersecurity management</td>
<td></td>
</tr>
<tr>
<td>Training</td>
<td>Training calls for:</td>
<td>Aims to:</td>
</tr>
<tr>
<td></td>
<td>1. Knowledge and regular training sessions</td>
<td>1. Educate employees</td>
</tr>
<tr>
<td></td>
<td>2. The development of more cybersecurity-aware employees</td>
<td>2. Create safe security conduct</td>
</tr>
<tr>
<td></td>
<td>3. The enhancement of necessary skills for secure behaviour</td>
<td>3. Adapt abilities needed to perform daily tasks within the organisation</td>
</tr>
<tr>
<td>Security Awareness</td>
<td>Security awareness calls for:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>1. Raising employee awareness to foster a more secure organisation</td>
<td></td>
</tr>
<tr>
<td></td>
<td>2. Consistent follow-ups and the practical application of the organisation’s beliefs and assumptions about cybersecurity</td>
<td></td>
</tr>
<tr>
<td></td>
<td>3. An approach that extends beyond technological solutions, recognising that technology alone cannot prevent cyberattacks without employee awareness and understanding of the issues.</td>
<td></td>
</tr>
</tbody>
</table>

The interrelationship between Governance, Training and Security Awareness is significant in the M-TISM model and is valuable for managing cybersecurity in organisations. The model demonstrates that governance improves cybersecurity in organisations via allocating resources, producing, and implementing cybersecurity protocol, fostering a cybersecurity culture, participating in the engagement of cybersecurity initiatives, and assisting in the development and revision of cybersecurity policy (Wiley et al., 2020). Senior management should also promote training programs and security awareness. Firstly, by promoting training, senior management can enhance knowledge, support sensitive information exchange between employees, protect the organisation against cyber threats, support the development of cybersecurity culture (Li et al., 2019), and create aware and engaged employees. Employee’s knowledge and abilities may be developed through training, which can increase their understanding of cybersecurity. Secondly, through governance and training, senior management can generate an aware employee. Training generates a more understanding and aware employee, which aids in maintaining information confidentiality, protecting organisational vulnerabilities, and detecting emerging threats quickly (Rajan et al., 2021). Thus, senior management needs to govern its organisation to make correct
cybersecurity decisions, where the importance of training is communicated and acted upon, creating a secure and aware employee. Without one or the other, an organisation may find itself vulnerable and susceptible to cyber threats.

2.3.2 The Responsibility of Senior Management

Iovan and Iovan (2016) explain that senior managers play a critical role in cybersecurity management. Findings by Iovan and Iovan (2016) and Knowles et al. (2015) highlight the several important roles of senior management. The responsibilities of the senior management team include developing holistic strategies that cover all aspects of cybersecurity, prioritising investments, allocating resources, and establishing the standards and protocol needed to guide cybersecurity efforts in the organisation (Knowles et al., 2015). Von Solms and Von Solms (2004) explain that for security policies to be effective, they need to be integrated into the organisational culture. Indeed, for the integration to be successful, the policies and assumptions defined by senior management must align with the personal beliefs and assumptions of the staff (Von Solms & Von Solms, 2004). Von Solms and Von Solms (2004a) emphasise that the integration of the policies is a process that falls under the responsibility of senior management. Influencing employees of the organisation through specific policies and procedures to serve the interests of the organisation is a critical part of their role. By clearly defining and implementing these policies, senior management can guide employee actions in a way that aligns with the organisational goals and values (Von Solms & Von Solms, 2004). Furthermore, the attitude and participation of senior management toward cybersecurity have a positive impact on employee compliance with established policies (Puhakainen and Siponen, 2010). Additionally, Puhakainen and Siponen (2010) note that well-designed training programs endorsed by senior management can further improve compliance with organisational security policies. The commitment of senior management to cybersecurity initiatives is essential to communicate the legitimacy of these efforts (Tyler et al., 2007). James (1999) states that senior management participation and commitment lead to employee trust and compliance with organisational objectives. Additionally, it is essential to provide the tools necessary to measure and enforce compliance with security policies, as there is no use in establishing comprehensive organisational objectives without the ability to monitor their adherence (Von Solms & Von Solms, 2004). Not monitoring compliance can result in a false sense of security, as the policies are only effective if implemented by the members of the organisation.
2.3.3 Security Awareness

Senior management is responsible for acknowledging and addressing the threat of cyber-attacks through awareness (Zwilling et al., 2020). Zwilling et al. (2020) state that security awareness is an essential component of an organisation’s cybersecurity culture. If members of the organisation are not properly informed of cybersecurity issues, it is unlikely that technological systems safeguard the organisation alone (Dahbur et al., 2017; Wiley et al., 2020). Senior management plays a vital role in cybersecurity by providing necessary resources, support, and training programs while monitoring and participating in decision-making processes (Berry & Berry, 2018). Chen et al. (2006) suggest that improving cybersecurity awareness involves educating employees about company security guidelines, procedures, and practices. Efforts to improve cybersecurity awareness can involve training programs, workshops, and follow-ups. It is argued that with adequate security awareness, employees can become the best defence against security threats (Parsons et al., 2014). Uchendu et al. (2021) argue that the essence of security training is to prepare the employees with the necessary abilities and competencies to perform their tasks without creating cybersecurity vulnerabilities. However, Chapman (2020) underscores that just having knowledge about cyber threats is not enough. The emphasis is instead on the employees’ adherence to established security guidelines.

While Uchendu et al. (2021) claim that communication between senior management and employees is critical for employees to become informed about security policies and protocols, they also highlight that training sessions to communicate security practices are not always as effective as they seem. A significant amount of the information from the training quickly fades. Hassandoust et al. (2022) clarify that employees may not be properly informed about cybersecurity because of several factors. For example, the lack of involvement in the policy-making process or no clear communication of individual responsibilities can lead to employees having insufficient information. Additionally, Ander (2022) emphasised that it is vital for employees to understand the reason behind the development to be inspired to participate in it.
3. METHODOLOGY & METHOD

The selected methodology and method will be presented in this chapter. The methodology outlines the research philosophy, approach, and design. The method is firstly described by introducing data collection secondly through the procedure used to acquire primary data and lastly, interview format and setting. To conclude, the chapter ends with ethical considerations.

3.1 Methodology

3.1.1 Research Philosophy

Research philosophy is described as the nature, scope, and development of research assumptions (Andriukaitené et al., 2018), which examines the partnership between the researchers and the research subject (Collis & Hussey, 2021). The researcher’s background, philosophical knowledge and personal values may impact the chosen approach, and a research paradigm captures a researcher’s viewpoint of the world consisting of ontological, epistemological, and methodological assumptions (Collis & Hussey, 2021). Ontology forms the foundation of all research, and the researcher’s epistemological and methodological stance naturally follow (Grix, 2002). The methodological choices made in this thesis are closely tied to specific ontological and epistemological beliefs aligned with the interpretivist paradigm, such as subjective nature, contextual understanding, and multiple realities perspective. The research will be based on qualitative data. Firstly, the thesis aligns with a subjective nature, as it is recognised that each individual carries their views and experiences. Secondly, the role that senior management plays in cybersecurity is context-dependent and differs depending on each organisation, which indicates that every organisation carries its own understanding of the issue. Lastly, the authors have interviewed a range of positions, generating various perspectives and a range of realities. This thesis interlinks with the interpretive viewpoint due to interviewees having subjective opinions and perceptions about the role of senior management in cybersecurity culture, as well as how the organisation has formed these thoughts and experiences in their employees, constructing an overall organisational view of cybersecurity.

3.1.2 Research Approach

To add to the existing body of knowledge and to further theory development in the field, an abductive approach was aligned with the interpretivist paradigm. According to Saunders et al. (2019), an inductive, deductive, or abductive approach can be applied to theory development.
Considering the lack of relevant frameworks, it was concluded that the abductive approach fit the research aim of exploring senior management’s leadership practices and their influence on the cybersecurity culture within organisations. The abductive approach necessitates the use of a theoretical lens while simultaneously encouraging the identification and examination of novel concepts that differ from current theoretical frameworks (Hurley et al., 2021). Thus, the authors chose the abductive approach as it allowed for integrating prior knowledge and literature through a theoretical lens, including cybersecurity management, senior management, and awareness, that offered guidance (Hurley et al., 2021). However, considering the complexity of humans that arose throughout the thesis, the use of current literature to understand the research question was not sufficient. Indeed, the abductive approach allows for a novel perspective, which the authors champion for this thesis. Thus, the abductive approach was found to guide the authors in overseeing preconceived perspectives of senior management and constructing new narratives of the role of senior management in cybersecurity culture, leading to the development of new theories based on relevant findings (Tavory & Timmermans, 2014).

3.1.3 Research Design

To investigate the research question, the study will implement a research design described as an exploratory case study. The study aims to explore how senior management’s leadership practices influence the establishment of a cybersecurity culture. According to Collis & Hussey (2014), a case study is a methodology to gain in-depth insight into a phenomenon within its real-life context, making the importance of context essential. Furthermore, an exploratory case study might be used when the body of knowledge is insufficient and there are limited theories (Collis & Hussey, 2014). Given the study’s exploratory nature, it was fitting to characterise it as a case study with the inclusion of qualitative research interviews.

There are three types of approaches to research design to consider when carrying out a study. The three different approaches are called descriptive, explanatory, and exploratory design (Saunders et al., 2007). The exploratory approach is specifically compatible when exploring the research field of senior management because of the lack of existing theories and the current gap in the literature (Saunders et al., 2019). A multiple case study design will be utilised to understand the intricate relationship between senior management practices, awareness training, and the established company’s cybersecurity culture. The multiple case study design is aligned with the exploratory
nature of the research question being investigated, making it an exploratory multiple case study. As highlighted by Eisenhardt & Graebner (2007), the strength of a multiple case study is its ability to help researchers trace out similarities and differences between the multiple cases being interviewed. Employing a multiple case study design is nonetheless grounded in alignment with the interpretivism paradigm, as it demands comprehensive investigation and a deep contextual understanding (Collis & Hussey, 2021).

3.1.4 Case Description

The primary data collection revolves around the three selected case companies: Company A, Company B, and Company C. In selecting these companies, three key criteria were considered to make the chosen companies relevant to the research. The first criteria considered were size and market presence. All three case companies are large-sized enterprises characterised by their significant market presence in each sector. The size not only refers to their significant employee counts and annual revenue but also the complexity of their decision-making processes. The second criterion considered was the handling of sensitive personal data. The selected companies handle large amounts of sensitive personal data, both customer and employee-related, which increases the importance of routine cybersecurity measures. It is important to note that the selected case companies operate across different industries. Therefore, cybersecurity compliance measures and regulations they must adhere to may vary depending on the nature of the data the companies handle. For example, compliance in the financial sector can be influenced by the Gramm-Leach-Bliley Act (GLBA), which requires financial institutions ensure the protection of sensitive data (Gramm-Leach-Bliley Act, 2023). The final criteria considered was the companies’ digital footprints. All three companies have a large part of their operations online. The online digital footprints arguably make organisations increasingly susceptible to cyber threats, elevating the need for an established cybersecurity culture.
## Table 2: Case Description

<table>
<thead>
<tr>
<th>Company</th>
<th>Company Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Company A</td>
<td>Company A operates in the banking and financial industry, as a full-service bank. It provides services such as trading, funding, and payments. It is a leading financial institution, catering to individuals and organizations. The company has around 17,000 employees, including the head office and across various sites globally.</td>
</tr>
<tr>
<td>Company B</td>
<td>Company B operates in the fashion retail industry, through online sales and physical shops. The company was founded in 1947, the company has grown to become one of the world’s leading fashion retailers.</td>
</tr>
<tr>
<td>Company C</td>
<td>Company C is a key player in the Swedish insurance industry, offering insurance services to both individuals and organizations. The company runs operations through online platforms and physical meetings. The company was founded in Sweden but operates across the Nordic region.</td>
</tr>
</tbody>
</table>

### 3.2 Method

#### 3.2.1 Data Collection

In this qualitative study, the data collection procedure used a multiple case study, where extensive and diverse data was gathered from various sources, including semi-structured interviews and documents. According to Creswell (2013), relying on a single source of data is insufficient to nurture an in-depth comprehension of the research. It, therefore, requires several types of qualitative data to be gathered. Indeed, primary data collection was applied through in-depth semi-structured interviews, which served as a critical source of information, allowing for new conclusions to be drawn from the data and providing a comprehensive overview of the respondents’ perspectives and experiences. Further, secondary data was collected through reports and documents. Integrating the two data collection techniques enables the usage of triangulation in the research and provides the possibility to improve the quality of the data in the study further (Saunders et al., 2019).
3.2.2 Primary Data

In this research, qualitative methods were used to gather primary data and were conducted through semi-structured interviews. Interviews are frequently used in qualitative research and are fundamental for researchers to create a deeper knowledge of social phenomena (Gill et al., 2008). Similarly, according to Hox & Boeije (2005), a significant benefit of gathering primary data, through for example, interviews, is that it enables the implementation of theoretical concepts and research designs to be customised to the research question, which ensures cohesiveness throughout the research. In this research, semi-structured interviews were used to comprehend senior management’s role in cybersecurity culture. The interviews allowed the authors to generate a structured interview whilst also providing the possibility to explore relevant concepts that arose during the interview (Adeoye-Olatunde et al., 2021). The interview was sectioned into five themes: i) Presentation of the Interviewee, ii) Cybersecurity, iii) Cybersecurity Culture, iv) Senior Management, and v) Awareness Training. Further, the semi-structured interviews in this study enabled the authors to identify cybersecurity factors, strategies and technological perspectives that influenced the interviewees' cybersecurity thoughts and experiences with senior management (Gill et al., 2008). The authors created an interview guide, which can be found in Appendix 3, in advance with relevant questions. The interviewees were supplied with the questions prior to the interview to foster a thorough discussion. However, providing questions to the interviewees beforehand can limit candid and outspokenness and create generalised answers (Silverman, 1997). Nonetheless, due to subject sensitivity, the authors recognised the need for the interviewees to prepare.

Before the interviews, the authors sent out an introductory email containing the background of the research, a description of the interview, the interview guide, and the consent form. All interviews were held on Microsoft Teams due to travel distance, time management, and accessibility, allowing less pressure on the interviewees. However, there are several limitations to conducting interviews through online meetings, notably the loss of body language, social cues, and facial expressions, as well as technical disruptions that may have diminished the effectiveness of the interviews (Van Zeeland et al., 2021). Furthermore, the interviews lasted thirty to sixty minutes, of which five minutes were used to explain the research being conducted, the consent form, offering anonymity and starting the recording and transcription. After the interviews, the authors gave each other constructive feedback, modified questions and sent follow-up emails to three interviewees for clarification.
<table>
<thead>
<tr>
<th>Case &amp; Company</th>
<th>Interview ID</th>
<th>Origin of company</th>
<th>Date, duration and location of interview</th>
<th>Total number of interviews</th>
<th>Position within the company</th>
</tr>
</thead>
<tbody>
<tr>
<td>Case 1: Company A</td>
<td></td>
<td>Sweden</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>1.1</td>
<td></td>
<td>2023-10-16, 33:12 min, Microsoft Teams</td>
<td>1</td>
<td>Senior Project Manager Financial Crime Prevention</td>
</tr>
<tr>
<td></td>
<td>1.2</td>
<td></td>
<td>2023-10-30, 49:22, Microsoft Teams</td>
<td>1</td>
<td>Chief Technology Officer</td>
</tr>
<tr>
<td></td>
<td>1.3</td>
<td></td>
<td>2023-11-08, min, 43:34, Microsoft Teams</td>
<td>1</td>
<td>Head of AML in Financial Crime Prevention</td>
</tr>
<tr>
<td>Case 2: Company B</td>
<td></td>
<td>Sweden</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>2.1</td>
<td></td>
<td>2023-10-18, 43:56 min, Microsoft Teams</td>
<td>1</td>
<td>Head of Security</td>
</tr>
<tr>
<td></td>
<td>2.2</td>
<td></td>
<td>2023-11-03, 54:69, Microsoft Teams</td>
<td>1</td>
<td>Cybersecurity Consultant</td>
</tr>
<tr>
<td></td>
<td>2.3</td>
<td></td>
<td>2023-11-06, 41:37 min, Microsoft Teams</td>
<td>1</td>
<td>Compliance Manager</td>
</tr>
<tr>
<td>Case 3: Company C</td>
<td></td>
<td>Sweden</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>3.1</td>
<td></td>
<td>2023-11-02, 48:44 min, Microsoft Teams</td>
<td>1</td>
<td>Chief Information Technology Officer</td>
</tr>
<tr>
<td></td>
<td>3.2</td>
<td></td>
<td>2023-11-03, 38:40, Microsoft Teams</td>
<td>1</td>
<td>Coordinator</td>
</tr>
</tbody>
</table>

*Figure 1: Overview of Primary Data*
3.2.3 Sampling Approach

In preparation for the interviews, a participant selection process was considered to pinpoint participants. The objective of the selection process was to choose interviewees who could provide meaningful insights into the research question. Given the extensiveness of all accessible data, the data volume can be narrowed down through sampling methods where a representative subset is chosen from a large population (Easterby-Smith et al., 2015). The method used for the interviews in this research is non-probability sampling. Research can use two distinct sampling methods: Probability sampling and non-probability sampling (Easterby-Smith et al., 2015). Non-probability sampling suggests that the selection of units from the population is not randomised and thereby has a higher probability of being included in the sample (Bryman & Bryman, 2013). Given the nature of our research and the objective of the participant selection process, it becomes critical to interview carefully selected people in managerial positions with cybersecurity insights. By screening participants to select interviewees that meet the criteria for the research, a non-probability sampling approach was implemented (Easterby-Smith et al., 2015).

The first criterion considered when selecting the sample was that the interviewee chosen should be in a managerial role, enabling them to exercise authority. The second criterion was the interviewee’s familiarity with security policies and procedures. The interviewee’s managerial role within the organisation often suggests their familiarity with the organisation’s current security practices. Using familiarity with security procedures as a criterion when selecting interviewees allows deeper insights and more detailed conversations during the interviews.

As stated in this research, a non-probability sampling approach was employed, specifically utilising the snowball sampling technique. Snowball sampling was chosen because of its advantage of reaching individuals who might otherwise be inaccessible (Naderifar et al., 2017). Starting with a few initial participants, these individuals were asked to refer other potential participants they knew who met the study’s criteria. Gaining an initial foothold within an organisation was crucial in connecting with participants relevant to cybersecurity. As such, our first step involved reaching out to individuals in companies with already established connections. The initial interviews and email exchanges were used to ask participants to recommend others they knew who fit the study's criteria. The authors initially leveraged their network to reach out and contact the first interviewees. The authors conducted eight interviews across three companies within the set time frame.
3.2.4 Secondary Data

The primary data findings, the semi-structured interviews, were used to address the limitations of prior research and the inconsistencies in the literature that were found during the literature review. The results of the interviews revealed a variety of themes, some of which were confirmed by additional kinds of data, particularly secondary data. Secondary data provides the ability to investigate the correlation between variables and themes within a sample, which previously has yet to be thoroughly studied, which may lead to novel findings that can contribute to existing research (Dunn et al., 2015). The secondary data used in this research were organisational documents and internal emails. In addition, secondary data was also gathered through internet-based search engines.

3.2.5 Data Analysis

The Gioia method was implemented to approach the data in a structured manner (Gioia et al., 2012). The Gioia method is specifically suggested for qualitative analysis and abductive research. Consequently, this method aligns well with the analytical requirements of the study. The method offers a systematic approach to examining the collected data through several steps, aiding the authors in the data analysis. To prepare the primary data for the Gioia analysis method, individual notes were taken to capture key details, all while the interviews were recorded and transcribed using the automated Microsoft Teams transcription function. The notes were particularly beneficial when the transcripts were revisited and compared to the notes taken. If the transcripts were missing data, the notes could be used to correct significant mistakes impacting the findings, ensuring a more comprehensive and accurate representation of the data. The authors individually reviewed the transcribed questions and answers, along with accompanying notes, to achieve a thorough understanding of the interviews. Subsequently, each interview was collectively reviewed to pinpoint relevant and essential data. As the data was being selected, it was necessary to communicate and crosscheck each other’s work to avoid researcher bias.

As stated, the Gioia data analysis method was utilised for the coding process. Coding refers to forming groups, themes, and patterns out of data. Codes then emerge from the data to describe the groups using either one or several words, or short phrases (Miles et al., 2014). The Gioia method
starts with pinpointing initial first-order codes, moves on to more comprehensive second-order themes, and finally results in defining aggregated dimensions. This systematic approach helps in highlighting common patterns and themes, as pointed out by Gioia et al. (2012).

To begin the coding process, it was decided that the authors would individually code the data to ensure that no relevant data was overlooked. Segments relevant to the objectives of the study were labelled with single or several words or short phrases to help find links when collectively reviewing the data. The individual labels were combined to identify recurring patterns and define the 1st order codes (16 codes). In the second phase of the Gioia method, the authors formed the 2nd-order themes (8 themes) by linking and grouping the 1st-order codes. The 2nd-order themes were awareness, continuous improvement, responsibility, involvement, implementation, human factor, reality training programs, and mandatory training. Lastly, the 2nd-order themes brought together 4 3rd-order aggregated dimensions: engagement, presence, relationship, and competence.
Figure 2: Structure of Data Analysis
3.3 Trustworthiness

Trustworthiness is the level of confidence in a study’s data and method that guarantees research quality (Pilot & Beck, 2014). Four criteria were developed by Lincoln and Guba (1985) to establish research trustworthiness and quality, namely, credibility, transferability, dependability, and confirmability.

3.3.1 Credibility

Credibility pertains to the issue of consistency and coherence between participants’ views and how the researcher represents them. If the explanation is consistent with the description and the description is credible, the research gains greater trustworthiness (Janesick, 2000). This was ensured by accurately describing each interviewee’s experience so that the interviewees could instantly identify the experience described to the authors in the interviews (Cope, 2014). This was done by emailing the interviewees with follow-up questions, clarification, and confirmation of meaning. Moreover, according to Lincoln and Guba (1985), credibility in research is the method that increases the likelihood that the conclusions will be deemed trustworthy and the ability to demonstrate the credibility of the conclusions by prolonged engagement, persistent observation, and triangulation. In this research, the authors applied data triangulation by gathering information from additional sources, such as organisational documents and internal emails, to cross-check the data and its interpretations. The authors could better comprehend senior management’s role in cybersecurity culture through interviewees as it allowed for a glimpse into the organisation’s cybersecurity culture and leadership, whilst internal documents confirmed the author's perception and subjective opinions. As a result, the combination of sources and subsequent triangulation ensured credibility.

3.3.2 Transferability

To create a trustworthy report, transferability alludes to the author’s competence to adapt the study’s findings to different situations, groups, and places, also known as generalisability (Elo et al., 2014). To enable transferability, the authors included sufficient detail about cybersecurity culture and senior management so that a reader could determine whether the actual cybersecurity environment is comparable to the one they are accustomed to and whether the conclusion on senior
management’s role can legitimately be applied to their own organisational circumstances (Shenton, 2004). The data collection and analysis were disclosed in sections 4.2.1, 4.2.2 and 4.2.5, allowing transparency in these procedures. The data allows readers to conclude the transferability of senior management’s role in cybersecurity culture. However, as the authors cannot foresee readers who wish to transfer the findings, the reader's setting must resemble the researcher’s setting to an extent (Kuper et al., 2008). Notably, due to a smaller sample size with organisations in different sectors, transferring the findings may be difficult as the findings are somewhat subjective to the interviewee’s experiences. Nonetheless, the research may contain transferability for organisations in Sweden seeking to improve their cybersecurity culture or organisations wanting to increase management’s role in cybersecurity culture.

3.3.3 Dependability

According to Nowell et al. (2017), dependability demands that the research process is traceable, logical, and comprehensively documented. To achieve dependability, according to Nowell et al. (2017), the authors kept clear documentation of the data collection process by recording the semi-structured interviews, taking notes during the interview, and using an automated transcript function. The purpose of taking notes was to eliminate the probability of the automated transcript function missing essential data and to ensure an accurate representation of the interviewee's perceptions were documented. Furthermore, Saunders et al. (2019) explain that dependability refers to the consistency and replicability of a study, which ensures that the process is consistent and that the results are repeatable under similar conditions. Thus, before documenting the data collection process, the authors clearly explained a multiple case study that uses semi-structured interviews to collect raw data and presented the current research on cybersecurity culture to help make the research replicable. Additionally, throughout the research process, communicating with peers and tutors through seminars and individual tutoring helped give the authors objective viewpoints and ensured that the methodologies were consistent and potential biases were avoided.

3.3.4 Confirmability

Confirmability addresses the degree of neutrality of researchers, ensuring that interpretations and conclusions come directly from the data rather than researchers' biases (Creswell, 2013; Lincoln
& Guba, 1985). The authors made efforts to maintain neutrality in the relationships with interviewees by recognising the influence of their roles, including avoiding leading questions during interviews and only asking follow-up questions for clarity to avoid misunderstandings. As cybersecurity is a complex issue, the authors had to refrain from asking too many clarification questions, firstly to not lead the interview in the wrong direction, but also to distance themselves from their own understanding and knowledge of cybersecurity and remain neutral. Therefore, the authors wanted to represent the data collected through the interviewees to resemble reality, which was done by reminding interviewees that their personal perspectives and experiences were the primary focus (Polit & Beck, 2010). Moreover, the authors continuously communicated with peers and tutors to incorporate an objective perspective into the research process to reduce personal bias.

### 3.4 Ethical Considerations

In qualitative research that involves individuals as study subjects, relational, contextual, and evolving ethical considerations are constant and require ethical standards to be adhered to (Pietilä et al., 2019). The in-depth nature of a research process in a qualitative study offers ethical concerns and considerations (Afrin, 2018) to protect both the researchers and the participants. The authors committed to following a series of ethical guidelines by Afrin (2018) to guarantee voluntary participation and consent, the right to withdraw at any time, permission for transcription and video recording and full anonymity, both for the individual and the organisation.

Consideration for ethical behaviour was of top priority for the authors and was catered to from the very beginning. When the authors contacted the potential interviewee participants, the intention and meaning of the initial contact was clearly stated to ensure the participant’s right to consent. The emails were accompanied by a consent form, the thesis background, purpose, and research question, and all the interview questions. Most importantly, the authors clearly expressed the right to anonymity for both the organisation and the participant. The purpose of this was to reduce potential harm to participants or their organisations due to sensitive material whilst also ensuring their comfort. Furthermore, during the interviews, the authors introduced themselves and engaged in small talk to strengthen the relationship further and reassure the author’s intent for the interview. Lastly, the authors proceeded to explicitly state the usage of the data, how the data was managed and the procedure of deleting recordings, transcription, and all other documents after the data analysis, as well as sending out emails of when the data had been deleted.
4. EMPIRICAL FINDINGS

This chapter delves into the findings of the interviews. This section allows for an in-depth presentation of the development of themes from both primary and secondary sources. The themes are divided into subcategories and contain a thorough description with examples of quotes from the findings. These themes are deemed to be the most appropriate for the theoretical contribution.

The empirical findings of this thesis were derived from eight semi-structured interviews, which highlighted the role of senior management’s influence on cybersecurity culture and awareness training. Four aggregate dimensions were identified using primary data: presence, engagement, relationship, and competence.

4.1 Engagement

A successful cybersecurity culture can be recognised by its members’ shared understanding of security concerns, dedication to training and awareness in the face of evolving threats. Our interviewees reasoned that keeping employees informed and involved motivates staff to respond to threats more efficiently. Schaufeli et al. (2002) describe engagement as “a positive, fulfilling, work-related state of mind that is characterised by vigour, dedication and absorption.” Indeed, organisations that establish engagement through cooperation from senior management and individual employee engagement can improve performance and outperform rivals (Megha, 2015). It is, therefore, evidently in the organisation’s interest to comprehend the factors that influence engagement.

Figure 3: First Aggregate dimension
4.1.1 Awareness

Cybersecurity is an ever-evolving threat, which requires a cybersecurity culture to be flexible, adaptable, and focused on creating aware employees. Our interviewees argued that an employee and organisation that is well informed is more adaptable and has a deeper awareness of cybersecurity procedures. However, majority of the interviews, clarified that the culture is far from perfect.

*If I were to describe the status of it, I would say it's somewhat inconsistent.* – ID 2.1

Company C agreed that the culture requires more work and time.

“I don't really know how to position it, but it can be improved. There is a basic awareness of cybersecurity, but then the translation of this into one's profession and the recognition of its relevance in one's professional practice is where we can work on things.” – ID 3.1

Thus, it was clear that there was awareness to the fact that the culture is evolving, and that these organisations continuously strive to strengthen it. As we noted from two interviewees:

“Definitely, it has evolved because it's constantly happening, it’s happening all the time, and we are reminded all the time, and as a company, we make sure to remind our employees continuously.” – ID 1.1

“I would say that it's getting better and better. I would say that awareness is increasing. We have a lot of campaigns around it. For example, we have Cybersecurity Month in October. We distribute quite a bit of material, so I think that it's improving and strengthening.” – ID 2.3

Nonetheless, the interviewees did not see it as a vulnerability, but rather a chance to improve. Showcasing that the difficulties of implementing a culture and awareness of organisational flaws, leaves room for developing solutions.

“We try to acknowledge the inconsistencies in our culture. This helps the organisation to be aware of our flaws and what we must work on.” – ID 2.1

A common theme of the development of culture, is implementation of awareness in employees and actual awareness trainings, shown here by all three companies.
“It has evolved over time, and this is actually thanks to the fact that we have engaged in activities internally, as well as we have seen the impact on society as well as on our customers who have been affected by cybersecurity incidents.” – ID 3.1

“This month, we have Cybersecurity Month, which we have every October, and it's initiated from our global function where we have a pretty large team dedicated solely to cybersecurity. We can also participate in different exercises. We will have an updated cybersecurity policy launching on November 1st, also initiated globally, but of course, it's our responsibility to implement it in our organisation.” – ID 2.1

“As I could have shown you here today, we've decorated the entrance with mannequins this week to remind our employees that someone might be eavesdropping at the café. Even the menu in the cafeteria had components to remind us of this.” – ID 1.1

Thus, for organisations to implement cybersecurity culture, an awareness of what is lacking is required to meet the needs and standards of cybersecurity in organisations.

The implementation of awareness in employees has also generated a safer environment, where employees know how to handle a security breach, but also, if something were to be compromised, there is a level of awareness on how to handle the situation.

“The culture of being vigilant and what to look out for, but at the same time, if employees have done something that could compromise security, then they know exactly where to go to report it and that really increases awareness of how to report and what steps to take.”

– ID 2.3

Additionally, Company C further reinforces the argument that employees are well-informed about accessing help and managing security breaches, as in their intranet, they offer links and guidelines on how to respond, what to report, and whom to contact in the event of a potential breach (Documents, internal company material, Company C, 2023).

Furthermore, the interviewees argue that an aware employee is a secure employee, and without awareness, or a strong cybersecurity culture, engagement would be much lower.

“In the way that you, what should I say, are active in, for example, reporting suspicious emails instead of just deleting them, but also by signing up for our webinar sessions and reading and commenting on intranet articles and newsletters. I believe that if we didn't
have a strong cybersecurity culture, we would have much lower engagement and response activities from our employees.” – ID 3.1

Similarly, Company A reasoned that encouraging employees to create a more aware mindset through guest lecturers or experts helps in the aiding a security mindset.

“One becomes very aware when attending these lectures and listening to these presentations. You become very conscious of the risks, workplace security, and how much actually happens and the works of the actual culture of cybersecurity. It's easy to think that, well, this only affects others. This only affects other companies. It doesn't affect us, but yes, it does.” – ID 2.3

Additionally, the societal landscape has influenced employees to become more aware as cybersecurity threats are continuous and are prevalent in everyday life and organisations use these real-life situations to engage employees and to implement trainings.

“I would say that the new world we live in, the attention for cybersecurity, is created in society. It's the one, I would say, that absolutely influences the desire to participate, not only because we create new material or say that we have to do the training, but it's actually more, I believe, external influence. You read about it, you see it in the news, and you are personally affected when you can't go to the store or such. That's what really creates engagement, and that's what we need to work on translating, that if this happens to us, it would be in this way. We use this to secure higher engagement in trainings and a stronger culture.” – ID 2.1

4.1.2 Continuous Improvement

The authors found that engagement in cybersecurity was significant for interviewees and that the organisations aimed at creating an aware employee. All organisations heavily indicated that just as cybersecurity is evolving, so is their culture. When the interviewees were asked if the culture has changed throughout the years, all organisations signified that is has. Company B stated:

“Each individual's perspective on it differs. What's happening out there and how we are, it changes all the time. So, for me, this is an extremely dynamic landscape where age, culture, and technology are constantly evolving. Our youngest guy, who is 23, has certain
views, while our eldest employee, who is 61, has different views based on his experience and background.” – ID 2.2

When asked why the culture has changed, ID 1.2 explained that a reason can be the social threats of today.

“It is primarily the volatility in the negative geopolitical developments, and it is reflected in the cybercriminal landscape. We are therefore continuously guarding the environment to see what we are up against and finding strategies to handle it.” - ID 1.2

Company B agrees that their cybersecurity culture has changed, not only due to new sophisticated threats, but also the increase of digitalisation.

“When COVID-19 arrived, there was a significant increase in digitalisation, which acted as a catalyst. It had been part of the plans for some time, but it suddenly became a necessity. It had already begun before, but in the context of COVID-19, the real significant shift took place.” – ID 2.1

Additionally, Company B also stated that digitalization is complex and requires cultures to change to keep up with the shifts in society.

“It's a complex domain we live in today with digitalisation. Things change every day and to manage these shifts, culture and protocol need to change with it.” – ID 2.2

Although the culture has changed to cater to the new development of cybersecurity threats, there is always room for improvement, which is clearly an overlapping theme from the three companies:

“We will always have to improve our strategies, knowledge and understanding of cybersecurity, as it changes every day. We must improve our protocols to match the newest threat.” – ID 2.1

“We constantly need to improve behaviour, improve acceptance, and improve a willingness to contribute to the work.” – ID 1.1

“It becomes more and more important; it's not a matter of if but when we will be attacked — everyone will be eventually. So, it's crucial to be vigilant, and it's very important that everyone has this culture of being aware.” – ID 3.2
The continuous improvement was a persistent theme as well as the understanding of cybersecurity culture adaptation, and how this impacts employees.

"Changing any culture of any organisation is difficult, and especially in the case of security. It's complex and difficult to understand for the normal employee. It makes it hard to integrate the culture of cybersecurity." – ID 2.1

The interviewees also signify a change of cybersecurity culture throughout the years, where organisations face challenges to improve culture and awareness throughout the entire company, not just for those who are trained IT experts. As company A states:

"We have had to change our entire approach, aiming to make it understandable for all employees. Our goal is to describe and convey security in a way that everyone can understand, regardless of their previous knowledge on the subject, that's where our culture awareness team is focused." – ID 1.3

Two interviewees stated that improvements were found specifically in trainings.

"The training has improved; it's more precise. They provide better examples of various events that are highly relevant to us. It's an ongoing adaptation to how the threats appear." – ID 1.2

"Our trainings are more tailored to real life scenarios and showcase situations that our staff actually can be in" – ID 2.1

Moreover, Company B reasons that being transparent when discussing the threats of cybersecurity, generates transparency for employees, who will thus feel more informed and aware of the threat at hand, and grant possibility to be aware of the situation.

"What stands out is that we are transparent and share some insights that we gain from external sources, for example, the threat landscape, what we discover from threat simulations, and, of course, real incidents to our employees, to increase engagement." – ID 2.1

Which heightens the acceptance and understanding of improved and modified protocols.

"There are continuous new updates on the computer and the phone, at the pace at which things are evolving. So, when I started, I had one login. Now, I have four logins before I
can access my applications and work. So, it's ongoing. New improvements to help us do things right.” – ID 1.1

Additionally, Company C’s security protocol reinforces the usage of multi-factor authentication and describes the usage and need for such procedures (Internal company documents, Company C, 2023).

However, Company B also mentions, that the new modified procedures, should not be too complicated.

“It's important that we implement security into daily operations, but it must also be simple. We can't complicate everything too much, because then people won't follow what they're supposed to. Everything must be simple. For example, when it comes to different tools and various passwords to access different things. Suddenly everything is a bit complicated. We need to create things that are simple.” – ID 2.3

Hence, engaging employees through the conversation of new and emerging cybersecurity threats and new security measures or protocols showcases engagement from their senior management, which generates more aware employees and a safer organisation.

4.2 Presence

From the primary data, it was apparent that the significance of senior management’s presence on cybersecurity success, was to be held to high regard. Presence refers to senior management's active participation in their organisation to showcase their involvement and the responsibility they take, to achieve cybersecurity culture. Senior management’s ability to portray the relevance and importance of cybersecurity was proven to be crucial for the organisation to collectively apply a safe and secure behaviour in daily tasks.
4.2.1 Responsibility

Our interviewees emphasized that the responsibility of senior management in the implementation and organisation of cybersecurity protocol was fundamental for the organisation to set goals and aims to strive for. Company A and B stated:

“Ultimately management is accountable for a great deal of what we as a Company A must be able to live up to and what we must be able to demonstrate in, for example, compliance with regulations where supervisory authorities measure and follow up, but also what our customers expect us to do be able to demonstrate on the basis that we have a very well-functioning defence.” – ID 1.2

“Senior management is responsible for both the implementation and advocacy, as they are the one who must advocate for the need for security in organisations.” – ID 1.1

Additionally, Company C highlights the weight of senior management’s responsibility in directing and showcasing cybersecurity and how this influence affects the organisation.

“After all, they have the responsibility to both ensure that strategies are developed and that the organisation is provided with funds to implement, but also to follow up on how the implementation goes, if it has an effect. So, management affects in that sense and if there has actually been an impact in our organisation.” – ID 3.1

The findings showed that senior management has a defining influence on the whole organisation as they instil a cyber conscious culture in the organisation by prioritising cybersecurity. Indeed,
Company C states that “The management more or less sets the framework for how important this is to the business.” – ID 3.1 and “Senior management has a significant impact within the organisation, fostering a culture of cyber consciousness by giving priority to cybersecurity.” -ID 2.3. Thus, management’s perception of cybersecurity impacts every employee as it highlights the importance of cybersecurity in day-to-day operations. Senior management is responsible for understanding the risks and weaknesses of the organisation, and to clarify those to their employees. Interviewee 1.2 stated:

“I am not allowed to go into any details, but in general you can say that we are responsible as management by being able to explain why it is so important. Sometimes we talk a little bit about how this is a prerequisite for actually being able to exist.” – ID 1.2

4.2.2 Involvement

For the implementation of cybersecurity, our interviewees reasoned that senior management's involvement communicated the importance of cybersecurity. It is apparent that employees are more inclined to embrace cybersecurity as a central component of their daily operations, when they are aware of how important it is to the organisation’s success and survival, as noted by company B and C.

“Yes, absolutely, it's a crucial component. If this is something communicated from senior management, that this is an area of importance for the organisation, it will definitely impact how it is embraced throughout the company.” – ID 3.1

"It would be quite challenging to advocate for this without obtaining buy-in from top management, considering the significant amount of work time it regularly requires from many individuals.” – ID 2.1

Company A states that to ensure employees understanding of management’s position on the relevance of cybersecurity, it is crucial to involve and interact with the whole organisation.

“That I am available and that I help the teams out in the organisation by being either an expert to exemplify or as support, for example, in planning future activities. And also, to describe why we prioritize this, what it means, and what it is that we reinforce.” – ID 1.2
The interviewees also stated that senior management’s involvement in participating in awareness trainings was volatile for a collective understanding.

“They have to participate just like all other employees, so they are not excluded. Their participation helps signify the importance of completing trainings.” – ID 3.1

Furthermore, Company B agreed, and stated that senior management’s involvement in trainings also helped generate feedback.

“They also attend the trainings so they can leave their feedback. Was it good or wasn't it good?” – ID 2.1

When asked what organisations can further do to strengthen the cybersecurity culture, Company A stated that:

“Sometimes we utilise our senior management. Perhaps they are featured in an article, an event, or a panel discussion, which they are very willing to participate in, almost too often. This way, it becomes even more apparent and clear that this is not just an isolated security group’s dream but something that we actually involve the entire organisation in.” – ID 1.2

Indeed, the usage of senior management to involve the organisation is an influential tactic. Interviewee ID 3.1 agrees:

“Yes, what we can always do is to bring this up on the agenda and talk about its relevance. Why this is something important for the company and what could happen if we don’t focus on it, if we don’t allocate enough resources to think about cybersecurity in our operations? I believe it's important for both people in my role, but even more crucial for those representing higher management, to really bring it up and discuss it because it makes it much more relevant, than when it comes from me, it's expected. This is my job. I work full-time on this, but when it comes from people recognized from different management groups working on business development, and they also say that this is important, it carries more weight.” – ID 3.1

Thus, the presence of leaders, their responsibility as well as their involvement, signifies to the organisation the urgency of understanding and developing a cybersecurity culture, positively influencing a cybersecurity culture.
4.3 Relationship

The “Relationship” dimension in the pictured coding figure explores the data surrounding senior management’s engagement with staff to shape the cybersecurity culture and control human-related risk. The aggregated dimension Relationship is divided into 2nd order themes named: Implementation and Human Factor.

4.3.1 Human Factor

This theme emerged as an observation from the collected data explaining the handling of staff resistance and how to engage the staff in enforcing a cybersecurity culture.

The Case Companies agree that it is critical to make the complex topic of cybersecurity comprehensible to engage the staff in its enforcement. An interviewee mentions the importance of developing an understandable cybersecurity education to help engage the staff.

“We have had to change the whole approach and make it comprehensible for all employees, not just for those who are knowledgeable in security, but describe and explain it in a way that it becomes understandable for everyone.” – ID 1.2

When asking the interviewees about how they would handle scepticism among employees regarding cybersecurity one of the interviewees pointed out that it is crucial to make the conversation not about technological solutions, but on a valuable common goal – the customer.
“It's very simple; one should always start from what is most important to us, and that is our customers, ensuring that nothing ever happens to the customer’s data or assets. That's where you begin. You can never start with a product or a technical thing; if you do, it fails.” – ID 1.1

A pattern that was detected across interviews was that it was extremely rare for employees to not want to participate. This indicates that all parts of the organisation accept and recognise the importance of the company’s training initiatives. One of the interviewees credits the high participation rate to the hard work that goes into making the training attractive and understandable.

“Yes, there is a tremendous interest in participating. But again, it's the reward for all the work that my colleagues do to make this attractive, understandable, and relevant.” – ID 1.2

While resistance from employees is rare in the interviewed cases it was mentioned in one of the interviews that variations in interest levels could be a more common challenge. The interviewee then went on to explain the need for training despite one’s differences in knowledge.

“Resistance is extremely rare. There are individual cases among all our employees, however, there might be a lack of interest. Yes, that can exist. It somewhat depends on whether one feels that this is relevant or if one thinks that this is something they already have under control. But the fact is, even those who are experts in and have Ph.Ds. in phishing fall for phishing emails, so it's a bit like this. Yes, I hear what you're saying, but the reality is that everyone needs to take this type of awareness training.” – ID 3.1

Another participant mentions their observation that one might be uninterested in participating because of the repetitiveness of the training. They then continue to explain their strategic approach to handle the disinterest by designing the training to keep the engagement high.

“It's more that one finds it somewhat uninteresting to undergo the same type of training regularly. I took this last year and the year before that, and now that I'm beginning to understand it, must I really do this again? But employees do it. We have packaged these trainings so cleverly and efficiently, taking into account the feedback we receive, trying to improve and slightly change the content each year.” – ID 2.1
4.3.2 Implementation

It is stated in the interviews that the cybersecurity initiatives are successful when it is observable that the members of the organisation can seamlessly implement a cyber-conscious behaviour when performing their usual tasks.

“The aim is that our employees go about their usual tasks with a heightened sense of security, applying what they've learned almost subconsciously. If they can do that, we're building a secure organisation as we owe that to our customers.” – ID 2.1

An interesting viewpoint is introduced in one of the interviews as it is explained that while implementing security measures in ordinary tasks is vital, there must be a balance between the increased cybersecurity measures and work efficiency.

“There are sometimes three logins to access a workstation, and there's also face recognition. It's like we're adding layer upon layer, on top of the security level. With the applications we use daily, it becomes quite noticeable. Then there's the question: Do we really need to enter the password for the fifth time every day just to be able to work? No, it's not very efficient. Instead, we're working from the other direction, using things like facial recognition, etc., to make it quite simple.” – ID 1.3

This observation highlights that security measures are important, but they cannot become an obstacle to productivity. Extending this remark, another interviewee offers a more holistic approach to cybersecurity, highlighting its integration into all operations of the organisation.

“It's not just about how I log in; it's about the security around everything we do, such as having our badges visible when we enter the building, having robust shell protection, and using tools that require two-factor authentication. The whole concept is also linked to the wellness and training aspects, making it quite a holistic approach to cybersecurity. It's not just about protecting your password or avoiding writing it down on a note under the computer. It's a fairly holistic view, and it applies when we develop systems, etc. We always conduct penetration tests; our cybersecurity culture is quite strict.” – ID 2.3

The “Relationship” dimension concludes that senior management must actively engage with all parts of the organisation to address human vulnerabilities and control compliance with implemented training initiatives. They do so by continuous follow-ups and keeping the educational content interesting.
4.4 Competence

Competence emerges as a dimension derived from the 2\textsuperscript{nd} order themes: \textit{Reality training programs} and \textit{Mandatory training}. The dimension summarizes the collected primary data that outlined how organisations go about preparing themselves with up-to-date knowledge and abilities to combat cyber threats.
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\textit{Figure 6: Fourth Aggregate dimension}

4.4.1 Reality Training Programs

A highlighted security measure mentioned by several of the interviewees was reality training programs emphasizing the importance of realistic situations preparing the members of the organisation to react to actual threats.

\textit{“It has simply become so evident with this type of threat against us that, just like pilots, we must train in simulators.” – ID 1.2}

According to the intranet of Company A (Documents, internal company material, Company A, 2023):

\textit{“One of the most common ways cyber criminals get access to your data is through your employees. Adversaries send fraudulent emails impersonating someone in your organisation and will either ask for personal details or for access to certain files. Links often seem legitimate to an untrained eye and it’s easy to fall into the trap.”}
The information presented on the intranet underscores the importance of reality training programs to train the eye of employees.

The interviewees specified phishing simulations to be effective and easy to implement extensively across the entire organisation. The effective impact of the phishing training was captured in numbers showcasing the reduction of click-through rates in simulated phishing emails.

“They receive regular emails that are fake phishing emails, and we have tried to teach them a behaviour to report all emails that seem suspicious, whether they believe it is a drill email or a real one. This has greatly increased our reporting capability and the attentiveness of the staff. We can see today that before we started this, we had a so-called fail rate of about 10% on all the simulated emails we sent, which were clicked on. Today, our fail rate has gone down to under 1%. So, it has had a quite significant effect that we can measure.” – ID 3.1

When the interviewee was asked about the most effective strategies for improving cybersecurity awareness, the phishing simulations were yet again mentioned.

“I must say that I think the phishing stimulation with the questions is very good because it comes when you are sitting and working without you being prepared.” – ID 1.3

“I believe a lot in the effect of the phishing simulation with the micro training because there we can really see, based on who is active in the tool how good they are at avoiding clicking on incorrect links or documents in emails. So there, I think that one gets a very clear follow-up that it has an effect. It's easy to show management that this investment has an impact.” – ID 2.3

An innovative approach to instilling knowledge and competence throughout the organisation is an in-house training initiative referred to as a “Cyber Security Academy”. The initiative was unique to one of the interviews.

“Internally, we have created a Cybersecurity Academy where we take out a fairly large number of colleagues who participate for a semester. We have developed it with various modules. These modules are to frame the discussion more easily, now we are talking about this area, security in the cloud for example.” – ID 1.2
4.4.2 Mandatory Training

The data revealed that ‘Mandatory Training’ is a consistent theme across the conducted interviews. It was explained as initiatives and training activities that must be undertaken by all employees, either when entering the organisation or as a repetitive annual procedure.

“There is a training for all existing employees that is conducted annually, it is a package with various modules of which security is one.” – ID 2.3

When encouraged to specify who exactly is encouraged to participate in the mandatory training, one interviewee playfully responded:

“It includes all employees, full-time, part-time- holiday workers, and all consultants who, in practice, work as if they were employed so that they get access to our system and data. But not someone who services the coffee machines, for example.” – ID 3.1

The statement made by the interviewee illustrates the organisation’s commitment to making sure that every individual, in every position, has a fundamental understanding of the organisational cybersecurity procedures.

The interviewees emphasized the importance of repetitive training to ensure that safety precautions become second nature to employees. The risks of not engaging in regular training practices were encapsulated by one of the interviewees, who explained:

“Personally, I believe this is a matter of regularly doing these things. If we pause and then start again, we will, unfortunately, regress in terms of awareness, because one becomes accustomed to these regular reminders and the reinforcement they provide.” – ID 1.1

The “Competence” dimension highlights the importance of reality training programs and mandatory training, to prepare all parts of the organisation with the ability to respond to potential cyber threats.
5. ANALYSIS

This chapter analyses the empirical findings on how senior management influences cybersecurity culture and awareness training, as well as the introduction to a new framework. The purpose of this chapter is to link the themes found in primary and secondary data to the literature and framework.

Eight interviews were conducted to explore senior management’s role in cybersecurity culture, particularly its influence on awareness training. Through our fieldwork, the authors gained an understanding of cybersecurity culture in organisations and its interconnectedness to senior management. The analysis offers insight through the constructed themes of how the elements of senior management influence cybersecurity culture, as well as a new framework derived from the M-TISM model (Rajan et al., 2021) and developed through the findings, the CyberGuard Framework.

5.1 Developing the Senior Management CyberGuard Framework

While theories on cybersecurity culture exist and provide an overview of components necessary to create a resilient culture, such as those presented by Bada et al. (2021) and Mwim et al. (2023), many fail to analyse the influence senior management has on implementing a cybersecurity culture, specifically the required steps for senior management to take to manage employees in cybersecurity. Based on the empirical findings and insights from the M-TISM Cybersecurity Management Model, a framework has been constructed. The framework regards the influence of senior management, the interrelationship between senior management, awareness training, cybersecurity culture and the individual components in senior management that guide the management of humans in cybersecurity culture. The framework consists of four main factors, as described in chapter four, with added concepts derived from the cybersecurity management M-TISM model. The CyberGuard Framework is revised with new elements generated throughout the thesis process with factors from the M-TISM model, to illustrate senior management’s influence on cybersecurity culture more accurately.
The findings revealed four aggregate dimensions: engagement, presence, relationship, and competence. These four dimensions have been accompanied by senior management, governance, training, security awareness and cybersecurity culture from the M-TISM Model. According to Mwim & Mtsweni (2022), literature needs to establish standards and strategies to develop an appropriate cybersecurity culture that effectively mitigates human error and understands the management of employees in cybersecurity. The framework showcases the process of senior management to reach a resilient cybersecurity culture. The framework starts with senior management and three significant elements: engagement, presence, and relationship which are crucial to reach a satisfying level of training, thereby creating aware and competent employees. From training, security awareness and competence are derived to uphold, sustain, and maintain a cybersecurity culture. The framework insists that all elements are equally important and needed to create a culture. This framework is meant to guide and direct senior management into
understanding their influence and using it to influence the cybersecurity culture within their organisations positively.

5.2 Strengthening Cybersecurity Culture through Engagement

Using primary and secondary data, our empirical findings reveal that senior management is a significant factor in cybersecurity culture. The first part of the framework introduces senior management as one of the main factors of cybersecurity culture and, more specifically, their governance and engagement. The findings signified the importance of engagement in senior management and employees and the factors necessary to achieve it. Indeed, our findings reveal that for senior management to influence employees and sustain an overall organisational engagement, senior management must engage in creating awareness and continuously improving their strategies, which is crucial for the success of implementing a cybersecurity culture.

Rajan et al. (2015) M-TISM model elaborates on the importance of senior management and the influence their governance has on establishing cybersecurity. Notably, the threat of cyberattacks must be considered and addressed by management, as senior management is essential in forming and sustaining a cybersecurity culture (Rajan et al., 2021). However, the model neglects to acknowledge what factors senior management must sustain to properly influence and engage their employees, which could hinder the implementation of cybersecurity culture and employee engagement. The M-TISM model states that senior management should be involved in the monitoring and decision-making of cybersecurity, offer cybersecurity awareness training, and support the organisation (Rajan et al., 2021). Still, it lacks in clarifying how management should proceed to do just that. Therefore, the CyberGuard framework take this into account and created three factors to ensure governance and engagement from senior management and employees.

The increasing concern about cyber-attacks and the level of sophistication has impacted the organisation’s ability to manage employee security behaviour (Cleveland & Cleveland, 2018), leading to difficulty in establishing awareness and strategies. Indeed, employee security behaviour is inefficient due to an overall organisational absence of cybersecurity readiness. Thus, the pillars, awareness and continuous improvement were generated to raise employee security behaviour to its full potential. Through the interviews, it became clear that there was an underlying awareness of cybersecurity in employees, which stemmed from internal activities such as security training,
cybersecurity months, lectures from guest speakers, and external factors such as the volatility in geopolitics. However, the application of awareness in the workplace and the understanding of its significance for daily tasks and professional practice is where most organisations lack. This was noticeable throughout the interviews as all organisations showcased difficulties in integrating awareness in its full capacity, in daily tasks. Indeed, existing literature by Huang & Pearlson (2019) states that without strong leadership, awareness training and education are ineffective. Thus, it shows that organisations need to implement stronger management to further create awareness and engagement. Similarly, Triplett (2022) argues that the responsibility of awareness falls under senior management hence, the lack of secure behaviour and engagement can be attributed to the lack of engagement from senior management. On the contrary, Company A stated that their overall cybersecurity awareness amongst employees was high, but they still found issues with keeping their employees engaged. This aligns with Furnell (2008) stating that despite a positive relationship between awareness and employee behaviour, there is a gap between awareness and corresponding practises and behaviours.

Additionally, our study showed how external factors require organisations to regularly improve their training and strategies to match the risks and threats affecting the organisations. Nonetheless, these strategies must be simple and easy to follow and cannot be too complex for the everyday employee. As stated in our findings, a high level of security, entailing multiple passwords, phones, and tools to access applications, creates frustration. Thus, the need for constant improvement of strategies is required not only for cyber threats but also for daily operational use for employees. The M-TISM model neglects the aspect of simplicity in its research on training and awareness, and therefore, also the aspect that continuous improvement requires organisations to engage employees to the extent where cybersecurity practises are understood and cared for whilst not limiting and complicating daily tasks. Therefore, the need for a framework that continuously puts pressure on its organisation to signify the relevance of constant awareness is required to be able to continuously improve strategies.

5.3 The Importance of Senior Management Presence in Cybersecurity Culture

Senior management presence emerges from the findings as a significant influence on cybersecurity culture, meaning that the responsibility and involvement of senior management in cybersecurity, has a direct influence on employees. This is strengthened by Hu et al. (2012), stating that employee
perception and attitude about cybersecurity policies are influenced by the actions of senior management, and that there is a clear impact on employee's behaviour regarding security compliance. Therefore, by increasing senior management presence, through responsibility and involvement, the success of cybersecurity culture can be enhanced, as employee's security behaviour is positively reinforced by senior management.

The findings reveal the need for two pillars, responsibility, and involvement, in fulfilling the criteria of presence in the CyberGuard model. Senior management must not only take responsibility for the organisations shared beliefs and assumptions of cybersecurity, but also the involvement of promoting these beliefs and assumptions to their employees (Von Solms & Von Solms, 2004). The authors argue that the responsibility of promoting the importance and priority of cybersecurity, for the whole organisation to maintain the same belief, falls under senior management. Indeed, to create any resilient culture, employees must understand and have sufficient knowledge about the assumptions that their organisations preach (Von Solms & Von Solms, 2004). This became evident in the findings as the interviewees all stated that, firstly, management is responsible for setting the level of priority cybersecurity has in an organisation (Triplett, 2022). The priorities in the three companies were clearly different, as due to their various sectors, the level of priority required was a contrasting factor. Indeed, organisational requirements for a bank will be widely different from a fashion retailer or insurance company (Krauss, 2014), showcasing that their senior management presence will also vary. As the M-TISM model does not take this into consideration, it complicates the comparability between organisations. Nonetheless, the authors argue that all three companies have succeeded in displaying the priority to their employees, as the findings reveal similar understanding and knowledge about cybersecurity. The findings reveal that Company A had a clear position and assumption about cybersecurity, and the authors found that their overall cybersecurity culture was strong, as the organisation, through interviews, provided a united front and shared a similar perception of the priority of cybersecurity (Von Solms & Von Solms, 2004a). However, due to Company A being in the banking sector, it begs the question, is Company A’s senior management more responsible and involved, or is the requirement to meet certain security standards just higher, making it difficult to compare to other sectors? Indeed, one can argue that Company B and C provide a strong front and that its senior management has prioritised cybersecurity without being required to follow the same regulations and security requirements as Company A (Krauss, 2014). There is no distinction made between clarifying the different requirements for contrasting organisations in the M-TISM Model nor how
senior management should take this into consideration. Thus, there is a lack of knowledge on how to apply the M-TISM model to organisations’ senior management and being able to compare them, making it difficult to understand the reasoning behind why certain companies have a more efficient cybersecurity culture and, hence, how to then use their strategies in another organisation. This certainly calls for the investigation of senior management’s influence on cybersecurity culture. Understanding the influence will allow for the measurement of different organisations and comparisons between sectors, generating the possibility of creating a standard level of cybersecurity and comparing and analysing the culture (Gcaza & Von Solms, 2017). The authors argue that creating an organisational level of cybersecurity culture will simplify the understanding of senior management, generate better procedures and comparisons, as well as the possibility for other organisations to improve their strategies. Indeed, without measurements or standard levels of cybersecurity, organisations may face difficulties implementing strategic strategies and protocols catered to their own organisational needs (Van’t Wout, 2018) and being able to measure and compare their cybersecurity levels (Gcaza & Von Solms, 2017) as well as understanding how senior management can better take responsibility and involve themself into cybersecurity culture.

Secondly, Von Solms & Von Solms (2004a) stated that setting the tone and sharing the same cybersecurity beliefs in an organisation, is not efficient enough, senior management must also promote these security beliefs through more practical settings. This involvement requires senior management to display the organisations assumptions, and how they intend to meet and fulfil these assumptions. Indeed, our findings show that all companies had some form of cybersecurity awareness team that dictates the training and educations, which are then thoroughly promoted by senior management. Thus, security awareness trainings, follow ups and other practical cybersecurity initiatives are crucial to maintain the organisational assumptions, increase the knowledge of cybersecurity, and the standard level of security awareness (Von Solms & Von Solms, 2004a). Indeed, organisations with employees who attain a better understanding of security awareness, tend to have better cybersecurity protocols and knowledge, creating a stronger cybersecurity culture (Cleveland & Cleveland, 2018). The findings reveal that all three companies provide similar trainings and initiatives, with similar content, length, and quantity. However, that authors argue that due to a stronger cybersecurity culture at Company A, because of a more present and engaged senior management, which was decided upon through the interviews, assumptions and trainings are more efficient and employees have a higher level of security awareness. Hence,
it is prevalent, that the presence of senior management is crucial to the establishment of a cybersecurity culture, practiced by the entire organisation.

The findings show that the participation of senior management, both by creating assumptions and practically promoting them, in cybersecurity initiatives is essential in demonstrating that cybersecurity is applicable to all levels of the organisation. The presence of senior management is presented in the CyberGuard framework as the initiatives of senior management, through responsibility and involvement, and are essential to set the tone for the entire organisation’s approach to cybersecurity. This aligns with the M-TISM model, which states that senior management aids in the implementation of cybersecurity management by offering the support and resources necessary (Rajan et al., 2021).

### 5.4 The Significance of Competence in Security Awareness

In analysing the findings and the literature on cybersecurity, a recurring theme is the concept of security awareness. The literature states that security awareness is essential to an organisation’s cybersecurity culture (Zwilling et al., 2020). The concept of competence in this study, as revealed by the findings, refers to senior management preparing members of the organisation with the necessary tools to effectively protect the organisation against cyber threats, including security awareness training. Senior management plays a vital role in cybersecurity by providing resources, support, and training programs while monitoring and participating in decision-making processes (Berry & Berry, 2018).

The findings exhibited that all cases studied implemented yearly mandatory training for staff members to educate themselves with the proper knowledge required to combat evolving cyber threats. As previously expressed in cybersecurity literature, if members of the organisation are not properly informed of cybersecurity issues, it is unlikely that technological systems safeguard the organisation alone (Dahbur et al., 2017; Wiley et al., 2020; Rajan et al., 2021). However, the authors argue that it is important to be mindful that senior management's responsibility in this context extends beyond just providing these mandatory training programs. As a result, a critical aspect for senior management in providing training to enhance overall organisational awareness is the tracking and monitoring of participation and progress. Hence, it is not enough to provide the training, senior management must have the competence to verify compliance and awareness within
their employees, instead of simply assuming it. The findings highlighted that simulation training, particularly phishing simulations, effectively monitors and evaluates progress in cybersecurity awareness. Notably, simulation training was implemented by all three case companies as they are arguably effective in providing practical experiences that allow the staff members to experience cyber threat scenarios without real consequences. By monitoring the progress of the phishing simulations, the interviewees could showcase a significant reduction in their fail rate. Consequently, the authors argue that this kind of data can be a persuasive argument proving the value of cybersecurity training to management and stakeholders as it leads to enhanced cybersecurity readiness and, therefore, improved organisational performance (Hasan et al., 2021). Thus, it is reasonable to consider continued or increased allocation of resources toward such training programs. Drawing from Knowles et al. (2015) and the M-TISM model (Rajan et al., 2021), allocation and resource governance fall under the responsibility of senior management. Thus, competence is required to understand cybersecurity and the needs and training employees require.

Additionally, the findings demonstrated that the tracking and monitoring of compliance is critical to avoid a false sense of security within the organisation. In alignment with the research of Von Solms and Von Solms (2004a), it is essential to provide the tools necessary to measure and enforce compliance with security policies, as there is no use in establishing comprehensive organisational objectives without the ability to monitor their adherence. Therefore, the authors argue that monitoring validates that the implemented training is effective and prevents a false sense of security. As the authors argue, without the proper tools necessary to measure and enforce compliance, senior management might overestimate the cybersecurity defence of the organisation, as security initiatives are only effective if implemented by the members of the organisation. Thus, monitoring becomes essential to ensure that the training initiatives translate into real-world cybersecurity practices.

5.5 The Relevance of Relationships in Cybersecurity Culture

It emerged from the findings that relationships are a crucial factor that influences the establishment of a resilient cybersecurity culture. The dimension “Relationship”, also included as a critical factor in the CyberGuard Framework, refers to the importance of senior management actively engaging in dialogue with the members of the organisation to align their personal beliefs and foster an
environment where open communication and feedback is valuable to be able to integrate cybersecurity into the organisational culture strategically.

The findings repeatedly outlined the importance of making the cybersecurity training initiatives understandable and relatable. This approach to implementing a successful cybersecurity culture with effective training initiatives aligns with previous literature and the M-TISM model that suggests that senior management is essential in shaping effective cybersecurity strategies (Rajan et al., 2021; Iovan & Iovan, 2016). The findings indicate that for cybersecurity initiatives to be truly comprehensible, organisations must avoid a traditional “one size fits all” approach to successfully engage the staff in the process of enhancing awareness. Shifting away from the “one size fits all” approach acknowledges the different levels of knowledge and technical background throughout the organisation. This confirms the research of Rajan et al. (2015), where the M-TISM model explains that senior management is responsible for making strategic decisions that are understandable to all organisational levels. The authors argue that the process of making the security initiatives comprehensible extends beyond the design of the educational material and training. It includes senior managers frequently interacting with all parts of the organisation and using the established relationships to effectively communicate the objectives of the educational material to align senior management beliefs with the rest of the organisation (Von Solms & Von Solms, 2004). As expressed by the Chief Technology Officer at Case Company A, an essential part of the managerial role is remaining accessible for feedback, offering support by providing practical examples, and participating in discussions. Hence, the authors argue that the accessibility and involvement of senior managers foster a relationship with the staff members where open communication helps make the security initiatives comprehensible. The authors recognise the role of relationships in shaping a cybersecurity culture. Therefore, the dimension is incorporated into the CyberGuard framework. Indeed, Company A demonstrated strong relationships between its senior managers and the rest of the organisation, capturing the attention of the authors. The strong relationships were not only due to regulatory compliance and consumer expectations. Instead, they were influenced by senior management intentionally making cybersecurity a priority and communicating its importance to employees through active engagement.

Our findings exhibited that cybersecurity implementation is when security procedures become second nature to employees performing their daily tasks and routines. The findings are extended by one of the case studies, recommending a holistic approach and that cybersecurity should not be an isolated function but an integrated aspect of all activities in the organisation. The holistic
approach mentioned falls under the responsibilities of senior management (Iovan & Iovan, 2016; Knowles et al., 2015) and aligns with the previous findings of Von Solms and Von Solms (2004a) that argue that for security policies to be effective, they must be integrated into the broader organisational culture. The authors argue, in support of the findings and previous literature, that a holistic approach demonstrates the importance of senior management’s role in implementing and deeply integrating cybersecurity into the organisational culture to foster a mindset among the members of the organisation where cybersecurity is understood and practised collectively with a shared goal to secure the organisation. However, to thoroughly integrate security procedures, they must be perceived as manageable by the ones integrating them (Von Solms & Von Solms, 2004). The findings indicate that there must be a balance between work efficiency and safety procedures. For instance, requiring employees to use five different passwords to access a workplace database most likely gets in the way of them remaining efficient in completing their daily tasks. As a result, it is crucial for senior management to understand what is practical for different departments and individuals handling different levels of sensitive data. This is achieved by promoting a relationship where open communication is encouraged, and feedback is considered.

Nonetheless, the authors claim that organisations handling sensitive data, like Companies A and C, typically have longer and more tedious security processes to protect their assets. Consequently, it becomes more necessary to communicate the significance of these security measures, underlining the need for relationships allowing open and clear communication. As explained by D'Arcy et al. (2014), employees can often find additional security measures quite annoying and inconvenient. Thus, the authors argue that it is necessary for senior management to become acquainted with different parts of the organisation, to understand which cybersecurity methods are suitable for each department.

Furthermore, it was observed from the findings that all case companies found it extremely rare for staff to show resistance to participating in the company’s cybersecurity initiatives. The pattern indicates that the organisations value and accept the importance of cybersecurity. Case Company A explained that the high levels of participation and engagement were accredited to all the work that makes security initiatives attractive, understandable, and relevant. In alignment with the M-TISM model and the CyberGuard framework, the emerging data, as explained by Case Company A, can largely be attributed to the involvement of senior management and their ability to effectively communicate the critical role of cybersecurity to all the organisation’s members. Indeed, the high level of participation serves as a testament to senior management’s ability to align the
organisation’s policies with employees’ personal beliefs and assumptions. Aligning beliefs is crucial in successfully implementing organisational policies (Von Solms and Von Solms, 2004). Furthermore, the literature emphasises frequent training to avoid the fading of knowledge gained from the training sessions (Uchendu et al., 2021). However, the findings reveal that an area of concern is complacent employees who become disengaged as they are demanded to participate in repetitive training where they feel as if they already understand the knowledge being taught. Thus, the authors argue that senior management can avoid the issue of complacent employees by directly engaging with staff and maintaining a communicative relationship. This allows for employee feedback and can help brainstorm better ways to engage employees to feel heard and seen in their relationships with their senior managers, who must show genuine interest in their employees’ experiences.

The four aggregate dimensions: engagement, presence, competence, and relationship are examined in this analysis to explore senior management’s influence on cybersecurity culture. The analysis highlights the significance of senior management in fostering a cybersecurity culture as it establishes an organisational perspective on cybersecurity, a theoretical framework, CyberGuard, and discusses the influence of senior management. Indeed, to manage and mitigate the ever-evolving landscape and threat of cyber-attacks, a cybersecurity culture is needed.
6. CONCLUSION

This chapter presents the conclusions of the key findings regarding the research question. The authors further discuss the theoretical contributions, practical implications, limitations and future research.

6.1 Answering the Research Question

This thesis aimed to explore how senior management influences cybersecurity culture and awareness training. Based on our findings, senior management, built on engagement, presence, relationship and competence, is crucial in cybersecurity culture. Senior management influence can result in a more secure and appropriate cybersecurity culture (Triplett, 2022). Indeed, senior management influences the practical implications in the organisation, such as trainings, as well as the assumptions and beliefs of its employees. Senior management influences the engagement, involvement and responsibility of protecting and safeguarding the organisation's assets, and how this is reciprocated to the whole organisation. Furthermore, senior management addresses and manages the priority of cybersecurity in the organisation. Senior management's passiveness in promoting cybersecurity protocol, can influence employees to disregard cybersecurity initiatives (Puhakainen & Siponen, 2010). Hence, employee behaviour and attitude are greatly impacted by senior management engagement and presence, showcasing a positive correlation between senior management influence and employee behaviour and beliefs (Puhakainen & Siponen, 2010). Moreover, senior management may significantly enhance an organisation's cybersecurity strategy if correct measures and policies are implemented to recognise human behaviour and processes. Thus, it is required of senior management to comprehend cybersecurity and the trainings needed, to provide employees with knowledge and competence in preforming a safe and secure cybersecurity behaviour, which is connected to their own engagement and presence. As a result, this can create a positive development of awareness and reinforce employee's behaviour regarding cybersecurity (Triplett, 2022). Conclusively, the usage of senior management and their influence, can efficiently engage their employees, create awareness, provide support and competence, and ultimately lead to a successful cybersecurity culture.
6.2 Theoretical Contributions

This thesis and the empirical findings contribute to the literature on senior management’s influence on cybersecurity. Firstly, the thesis theoretically contributes to the senior management cybersecurity culture literature, as it further builds upon research conducted by Gcaza & Von Solms (2017), Hasan et al. (2021), Knowles et al. (2015), Mwim et al. (2023), Rajan et al. (2021), Triplett (2022), Van’t Wout (2018), Von Solms & Von Solms (2004) and the factors of engagement, presence, relationship, and competence. The thesis contributes novel perspectives to the existing literature by offering a theoretical framework, the CyberGuard Framework. The framework encapsulates the findings and shows the significance of senior management’s engagement, presence, relationship, and competence in implementing cybersecurity culture in organisations. The framework allows for the research question to be answered and contribute to the body of knowledge on cybersecurity culture by highlighting the significance of senior management’s influence on cybersecurity culture.

Secondly, the thesis contributes to cybersecurity literature by focusing on integrating human-inclusive methods into the cybersecurity culture in combination with support from senior management. Indeed, the findings reveal this is best done by strengthening senior management through engagement and presence. This study extends the research of Bada et al. (2021) and Mwim et al. (2023), emphasising the importance of human-inclusive strategies to mitigate cyber threats. The thesis provides insight into these factors and their interrelationships whilst also showcasing the pivotal role of senior management in handling those challenges. As a result, the thesis provides how senior management can understand their influence by prioritising relationships with their employees and improving their competence, and as such, how to use their influence to enhance and leverage cybersecurity culture.

Thirdly, the study further adds valuable insight into cybersecurity culture by showcasing how implementing human-inclusive methods can increase organisations’ cybersecurity readiness. The thesis increases understanding of human factors that affect the implementation of a cybersecurity culture and, through that, emphasises the vital role that employees play in fostering a culture of cybersecurity. Indeed, previous research has focused on technological solutions (Holstein et al., 2015). As a result, this thesis adds to the existing literature on human-inclusive methods and how to manage employee engagement towards cybersecurity initiatives.
6.3 Practical Implications

This thesis contributes to practice by highlighting the critical role of senior management in developing and reinforcing an organisation’s cybersecurity culture. The findings show the importance of senior management’s engagement and presence in leadership to demonstrate dedication to the organisational cybersecurity objectives. Indeed, by actively participating and demonstrating their commitment to cybersecurity objectives, senior managers align their interests with employees and create relationships that prioritise trust and open communication, which can help foster a cybersecurity culture. By consistently showcasing engagement and presence for cybersecurity, senior managers are setting a standard for the organisation’s members, helping reduce employee negligence and making employees more receptive to organisational cybersecurity procedures. As a result, individual employee engagement, improvement and overall organisational engagement towards cybersecurity initiatives, such as security awareness training, may increase. Furthermore, a strong cybersecurity culture is supported by comprehensive security training initiatives. Hence, it is essential that the training communicates the importance of cybersecurity to all parts of the organisation and provides the necessary tools for employees to function in their daily operations without creating cybersecurity vulnerabilities. These implications can increase employee engagement and help foster human-inclusive methods that can increase the organisation’s cybersecurity readiness and as a result, their cybersecurity culture.

6.4 Limitations and Future Research

This thesis has limitations that should be highlighted and pointed out for complete transparency. The first limitation of the study is concerned with the chosen multiple case study research design. The specific conditions of each individual case can make it difficult to replicate the findings, presenting challenges when making comparisons and contrasts across the different cases. The second limitation is regarding the limited number of interviews conducted in this thesis, a larger sample size could have contributed to a better understanding of senior management influence, and increased credibility by showcasing that the findings are not limited to a certain group’s experience. Finally, the third limitation is concerned with the geographical context of the thesis. Focusing on Swedish organisations limits the transferability of the findings to different geographical locations. The geographical context, in terms of organizational and cultural differences, might lead to different cybersecurity approaches. Hence, the applicability of the
outcomes of this thesis is limited. For future studies, it would be interesting to extend the research beyond the geographical setting of Sweden, as we believe different cultural contexts will influence different results. Future research could include comparative studies using more case companies and different cultural contexts to examine differences across countries. As the nature of cybersecurity is complex and ever evolving, it demands ongoing research and attention. Hence, following up this study with similar research to track the evolution of the subject is critical. Additionally, it would be of interest to conduct long-term studies to investigate the long-lasting effect of senior management practices and the cultural change over time.
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Appendix

CONSENT FORM FOR PARTICIPATION IN RESEARCH INTERVIEWS

Research Study: The Influence of Senior Management on Cybersecurity Culture and Awareness Training

Researcher: Adam Karim & Alexandra Törnqvist, Jönköping University

Introduction: You are invited to participate in a research study about the role of senior management in shaping cybersecurity culture and awareness training.

Purpose of the Study: The purpose of this study is to explore the influence of senior management on cybersecurity culture and awareness training within companies.

Study Procedures: Should you agree to take part in this study, you will be asked to participate in a semi-structured interview, which will last approximately 45 minutes. The interview will be conducted by the researchers and may be recorded for accuracy.

Voluntary Participation: Your participation in this research is entirely voluntary. You can decide not to participate or withdraw from the study at any point without any consequences.

Confidentiality: All the information collected during the study will remain confidential. Any identifiable information will be removed or changed to ensure anonymity. Data from this research will be stored securely.

Risks and Benefits: There are no known risks associated with participating in this study. However, your insights and experiences can greatly benefit the business administration community in understanding the topic more profoundly.

Use of Study Results: The results of this study will be used for the completion of a thesis in business administration. Findings might also be published in academic journals. However, all data will be presented in a way that ensures participant anonymity.

Consent: I have read and understood the above information. I voluntarily agree to participate in this study.

Name of Participant (Printed) Date

________________________________________
Signature of Participant

Appendix 1: Consent Form
Hello XX,

I hope all is well with you. I received your email from XX. Thank you so much for your willingness to participate in the thesis.

My name is Alexandra Törnqvist, and I am currently studying at Jönköping International Business School, writing my bachelor thesis in cybersecurity and leadership with my partner Adam Karim.

The thesis is an analysis of the influence organisational leadership, more specifically, senior management, has on cybersecurity and cybersecurity culture, and how this influence affects cybersecurity within the organisation. This can entail, how management influences cybersecurity campaigns, employee’s attitudes and beliefs toward cybersecurity, security measures and information initiatives.

The interview will be based on 35 questions, sent to you in advanced. These questions will not inquire about specific cybersecurity measures but will ask about your organisation's protocol and how the organisation handles these issues. You and your organisation have the option to remain anonymous and if possible, we would like to record and transcribe the interview for an easier coding process. All data will be deleted upon completion of the thesis.

I will attach the questions along with our background information, containing our research question to provide a better understanding of the thesis. Please feel free to provide feedback or let me know if you are unable to answer certain questions. The interview is expected to last between 40-55 minutes.

Do you have any availability for the next few weeks ahead? If so, which day and time would suit you the best? We are flexible and happy to work around your schedule.

Once again, thank you so much for your participation.

Kind Regards,

Alexandra Törnqvist and Adam Karim

Appendix 2: Contact email
<table>
<thead>
<tr>
<th>Theme</th>
<th>Interview Questions</th>
</tr>
</thead>
</table>
| Presentation                  | 1. Tell us about yourself and the company you work for.  
2. What is your position within the company?  
3. How long have you been working in your position?  
4. How many employees work at your company?  |
| Cybersecurity                 | 1. What does cybersecurity mean to you?  
2. Have you received any formal education or training in cybersecurity? If so, what type?  
3. What are some of the most significant cybersecurity challenges the company has encountered recently, and how were they addressed? After those challenges, were any security measures updated to avoid similar risks in the future?  
4. How would you describe your organisation's approach to cybersecurity?  |
| Cybersecurity Culture         | 1. Are you familiar with the term cybersecurity culture? If so, what does it mean to you?  
2. How would you describe the current cyber security culture within your organisation?  
3. Do you think the culture has evolved over time? If so, why?  |
| Senior Management             | 1. Does senior management, or your specific role, influence the development of a cybersecurity culture within your organization? If so, how?  
2. In your opinion, does senior management demonstrate their commitment and engagement to cybersecurity? If so, how?  
3. Can you provide examples of decisions made by senior management that have shaped the cybersecurity culture in your organization?  
4. Has senior management set any goals aimed at improving the cybersecurity culture and cybersecurity awareness in the forthcoming years?  
5. Can you share any recent challenges that senior management has faced when developing a cybersecurity culture within your organisation? If so, how were those challenges addressed?  
6. Has senior management invested in resources or initiatives for cybersecurity within the organisation? If so, can you provide any examples?  
7. In your opinion, do you believe that senior management can influence cybersecurity?  
8. Do you think that your position affects the cybersecurity culture? If so, how?  |
| Awareness Training            | 1. Is cybersecurity awareness training provided at your company? If so, how frequently is this training provided and what does it involve?  
2. How long was the duration of each training session?  
3. Who was responsible for the training?  
4. Are the training initiatives designed in-house, or do you collaborate with external parties?  
5. Who from your organisation participated? Was the training targeted toward specific departments?  
6. Has senior management ever directly participated in these training sessions, either as attendees or presenters?  
7. How involved is senior management in the decision-making and execution of these training sessions?  
8. Based on your experience, how beneficial did you find the training in enhancing your understanding of cybersecurity?  
9. How did the training influence your confidence in handling potential cybersecurity matters?  
10. In your opinion, what methods or approaches have been most effective in instilling a cybersecurity-conscious mindset?  
11. Does the cybersecurity culture in your organisation impact employees' willingness to participate in security awareness training programs?  
12. In your experience, have you seen resistance or uninterest from employees regarding secure cybersecurity behaviour?  
13. How do you handle resistance or scepticism from employees regarding security awareness training, and how might the cybersecurity culture influence these attitudes?  
14. In your opinion, what can senior management do to further enhance the cybersecurity culture and improve the outcomes of security awareness training?  |

Appendix 3: Interview guide